
   
 
 

 
Abavus Ltd.    Page 1 
Confidential 

My Council Services is available via G Cloud Digital Market Place Framework Agreement. 

 

 

My Council Services – Enterprise Waste Management 

Service Definition Document 

 

 

Prepared for:  G Cloud 10 

 

Customer Contact:  Not Applicable 

 

Subscription Components: Enterprise Waste Management 

 

Date Published: May 2018 

 

 

  



   
 

 
Abavus Ltd.    Page 2 
Confidential 

 

An overview of My Council Services – Enterprise Waste Management Plug In 

The MCS Enterprise Waste Management Module provides specific line of business functionality to manage refuse, waste 

and recycling processes. 

The implementation of the Enterprise Waste Module will require additional consulting to ensure that the system is set 

up to meet the Council’s specific requirements. 

This module offers fully configurable and feature rich management of all aspects of local authority waste management 

processes including: 

Enterprise Functions: 

• Bin type set up configuration 

• Bin collection data creation, import management, search and retrieval 

• Management & configuration of exception day 

• Display of bin collection routing 

• Bin collection tracking 

• Missing data matching with integration to LLPG data 

• Analytics 

• Mobile Waste Worker (priced separately per device) 

• Routed Optimisation Functions: 

• Route planning & optimisation for waste collection schedules 

• Each subsequent optimisation process can be completed by the Council, subject to appropriate training on the 
system. The Enterprise Waste Management product includes up to 500 individual optimisations. 

Contract Management Functions: 

• Contract type, set up & configuration 

• Creation of recurring license / contracts renewal intervals 

• Set up and configuration of sophisticated validation processes 

• Ability to integrate to third party application if required to enable dynamic data exchange (separately 
chargeable) 

• Set up and configuration of pro-rata calendar based charging 

• Full range of payment processes enabled 

• Fully self service or assisted process supported 

• Configurable suite of customer notification e.g. to notify of upcoming renewal 

• Fully scalable platform capable of handing >100K simultaneous transactions 

• Transaction based reporting & analytics 

 

Know My Bin Day: 

• Enable customer to look up their domestic / trade another subscribed refuse collection services.  

• Includes the load of cleansed and complete round collection data (supplied by the Council). 

• Includes mobile app plugin and browser portal plugin. 

• Re-loads of refreshed and updated round collection data can be completed by the Council. 

• If the Council wants Abavus to complete these subsequent data loads these are charged £1,500 (equivalent to 
three days consulting). 
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Client Services, Set Up and On Boarding: 

When UK Public Sector organisations adopt the Abavus Site License for My Council Services as part of a commercial 

subscription there is a documented and straight forward ‘on boarding’ process that clients are introduced to and then 

taken through with full support from the Abavus Client Services Team. 

Elapsed time for on boarding will vary based on the delivery of professional services, integrations and other included 

service items.  Times will vary based on client specific circumstances and requirements. 

Hosted Service Maintenance Windows and Other Service Constraints: 

Abavus warrants that (i) the Service will operate in all material respects at least in accordance with the applicable 

Feature Listing as of the Subscription Start Date, and (ii) the Service will be available to customers for normal use for at 

least 99% of the time each quarter, excluding any downtime during a Standard Maintenance Window. In the event of 

any breach of the warranties under this Section 8.2, then subject to the remainder of this Section 8.2, Abavus’ sole and 

exclusive responsibility shall be for Abavus to make all reasonable efforts to have any reported failure of the Service 

causing a breach of this warranty corrected as soon as practical.  However, if within 10 business days, such defects are 

not corrected, then Customer’s sole and exclusive remedy shall be to terminate this Agreement and to receive a refund 

of the prepaid fees. 

Please see the following for further details: 

Appendix 2 - My Council Services - Hosted Service Agreement (2018) 

Service Levels Agreement for Support: 

There is a comprehensive customer support service level associated with the delivery of My Council Services, providing 

support consisting of telephone help desk or online support to the Customer’s two designated support contacts as set 

forth in Abavus’ Customer Support Service document. 

Please see the following for further details: 

Appendix 3 - MCS Customer Support Service (2018) 

Delivery of Service and Information Assurance and Security: 

The Target Impact Level (IL) at which My Council Services is IL 3 to hold and process information 

My Council Services does not currently formal hold IL Accreditation. 

Abavus does not hold ISO27001 certificate for My Council Services.  

Training & Consulting: 

Training and consulting can be provided and is charged separately.  Details of pricing for associated Cloud Services are 

detailed as a separate Service ID under ‘Cloud Services’. 

Training and consulting can be delivered on the client’s premises and can be further supported by remote web based 

sessions.  All professional services resources are UK based and available to come onsite. 

Ordering and invoicing process: 
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Orders can be placed by means of the client organisation’s official purchase authorisation number or procurement 

approval.  Alternatively, completion of the Abavus “Purchase Authorisation Schedule” which means the ordering 

documents representing the initial purchase of the Service as well as any renewals or subsequent purchases agreed to 

between the parties in writing from time to time, that are executed. 

Payment terms are net 30 days. 

Payment accepted by BACS transfer or cheque.  BACS preferred. 

Minimum Contract Term and Termination terms: 

Minimum contract term is 12 months. 

A party may terminate this Agreement for cause: (i) upon thirty (30) days written notice of a material breach to the 

other party, provided such breach remains uncured at the expiration of the notice period; or (ii) if the other party 

becomes the subject of a petition in bankruptcy or any other proceeding relating to insolvency, receivership, liquidation 

or assignment for the benefit of creditors. 

Technical Requirements and Integration: 

There are no specific local technical requirements regarding hardware and there is a zero client footprint in terms of 

normal service usage and access to standard and extended functionality. See feature listing matrix for further details. 

When integrating My Council Services with other third party application e.g. other back office tools, open standards e.g. 

Web Services are the preferred approach. 

Note: The standard Web Services pack does not include onsite technical consulting / development activity or custom 

changes / additions to core MCS functionality.  These services can be provided and would be priced based on specific 

requirements.   
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Appendix 2 – Hosted Service Agreement 
My Council Services Hosted Services Agreement 

   

This Hosted Service Agreement (the “Agreement”), is made this ____ day of _____________, 201__ (the “Effective Date”), between, Abavus Ltd. 

("Abavus") with its principal place of business at 7-8 The Shrubberies, South Woodford, London E18 1BD and ____________________ 

(“Customer”) with its principal place of business at ________________________________. 

 

For good and valuable consideration, the receipt and sufficiency of which is hereby acknowledged, the parties agree as follows:  

DEFINITIONS 

“Customer” means a third party customer of Abavus that is entitled to 

use the Service pursuant a Solution Agreement. 

“Customer Data” means all electronic data or information submitted by 

Customer or by Abavus on behalf of Customer to the Service. 

“Feature Listing” means the features and functionality of the Service as 

described in any online user or technical documentation, made available 

and updated from time to time. 

“Instance” means an account linked to the Service with storage space 

within the Service to manage a specific Customer’s data and 

implementation of the Service. 

“Purchase Authorisation Schedule” means the ordering documents 

representing the initial purchase of the Service as well as any renewals or 

subsequent purchases agreed to between the parties in writing from time 

to time, that are executed hereunder and deemed incorporated into 

Schedule A from time to time and that specify, among other things, the 

number of subscriptions ordered, the Subscription Start Date, the 

Subscription Term and the applicable fees. 

“Service” means the on line incident reporting engine developed and 

currently hosted by iTouch Vision which enables individuals to submit 

geographically referenced reports with supporting evidence in the form 

of images, videos, sound recordings, electronic files and such like from 

any web browser and selected mobile devices. The Service also provides 

organisations with broad and detailed incident reporting, workflow 

management and automation capabilities that can be used for 

optimisation, scheduling and service delivery.  The Service is currently 

known as My Council Services but will also include any derivations such 

as, but not limited to, My Police Services and My Housing Services. 

“Solution Agreement” means the agreement by and between Abavus 

and Customer pursuant to which the Customer may use the Service 

“Subscription Start Date” means the date that the Customer is notified 

(via email) by Abavus that the Service is ready for use by the Customer 

and Instances for Users have been created pursuant a Purchase 

Authorisation Schedule. 

“Subscription Term” means the period of use specified in the Purchase 

Authorisation Schedule, or if none is specified 12 months from the 

Subscription Start Date, or any extension thereto. 

“User Subscription” means the fees and charges which Customer is 

charged for use of the Service during the Subscription Term together with 

any additional fees which may be due under this Agreement. 

“Users” means Customer’s employees, consultants, contractors or agents 

who are authorised to use the Service and have been supplied user 

identifications and passwords by Customer or by Abavus. 

“Data Protection Legislation” means: i) the GDPR, the LED and any 

applicable national implementing Laws as amended from time to time; 

ii) the DPA to the extent that it relates to processing of personal data and 

privacy; iii) all applicable Law about the processing of personal data and 

privacy; 

“Data Subject Access Request”  means a request made by, or on behalf 

of, a Data Subject in accordance with rights granted pursuant to the Data 

Protection Legislation to access their Personal Data; 

“Data Subject” has the meaning given in the GDPR; 

“DPA” means the Data Protection Act 2018 as amended from time to 

time; 

“Personal data” has the meaning given in the GDPR 

“Controller” has the meaning give in the GDPR; 

 “Data Protection Officer” has the meaning given in the GDPR; 

 “GDPR” means the General Data Protection Regulation (Regulation 

(EU) 2016/679) 

“LED” means the Law Enforcement Directive (Directive (EU) 

2016/680) 

“Protective Measures” appropriate technical and organisational 

measures which may include: pseudonymising and encrypting Personal 

Data, ensuring confidentiality, integrity, availability and resilience of 

systems and services, ensuring that availability of and access to Personal 

Data can be restored in a timely manner after an incident, and regularly 

assessing and evaluating the effectiveness of the such measures adopted 

by it; 

“Processor” has the meaning given in the GDPR; 

“Processor Personnel” all directors, officers, employees, agents, 

consultants and contractors of the Processor and/or of any sub-contractor 

of the Processor 

“Personal Data Breach” has the meaning given in the GDPR; 

“Sub-processor” any third party appointed to process Personal Data on 

behalf of the Supplier related to this agreement; 

 

SERVICE 

Provision of Service.  During the Subscription Term, Abavus grants to 

Customer a limited, personal, non-exclusive, non-transferable, time 

limited, non-sublicenseable right to access and use the Service, identified 

in any and all Purchase Authorisation Schedules executed pursuant this 

Agreement, in accordance with the terms of this Agreement  

2.2 Subscription Term.  The minimum subscription term is taken 

to be 12 months unless otherwise agreed in writing. 

 

2.3 Backups and Virus Checkers. The Service will be subject to 

on-site backups every business day (recycled after one year) and will use 

a recognised virus checker. 

 

2.4 Availability.  The Service is intended to be available 24 hours 

a day, 7 days a week except for:  (a) any planned downtime which 

includes weekly maintenance every Sunday between the hours of 

3:00a.m. GMT to 9:00a.m GMT (the “Standard Maintenance 

Window”), (b) emergency maintenance if deemed necessary and (c) 

down time caused by an event of force majeure.  Abavus will use 

commercially reasonable efforts to notify Customer four (4) days in 

advance of downtime planned for a Standard Maintenance Window.  
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2.5 Change of Hosting Provider.  Abavus reserves the right to 

change the Hosting Provider to another party within the UK. 

 

2.6 Acceptable Use Policy. The Service is provided in a 

shared hosted environment.  Abavus reserves the right to introduce or 

modify any Acceptable Use Policy which it deems reasonable in order to 

preserve the benefits of the Service for all users generally by giving 14 

days written notice.  In the event that a user of the Service is in Abavus' 

reasonable opinion using the Service in a way that is using abnormal 

resources and is detrimental to other users, then Abavus may contact the 

user, explain the problem and the user will promptly take such action as 

is necessary to cease or reduce the activity which is causing the 

degradation of the Service for other users. 

RESPONSIBILITIES AND USE OF THE SERVICE 

Abavus Responsibility. Abavus shall be responsible for: 

3.1.1 providing Customer with an Instance,   

3.1.2 providing support consisting of telephone help desk or online 

support to the Customer’s two designated support contacts as set 

forth in Abavus’ Customer Support Service document, attached 

hereto as Schedule B, 

3.1.3 making all commercially reasonable efforts to ensure that the  

Service remains available for the periods described in Section 2.4 

above, 

3.1.4 using all reasonable efforts to maintain the security and 

integrity of the Service and the Customer Data, and 

3.1.5 not disclosing the Customer Data to any third party, other than 

iTouch Vision and its hosting provider. 

3.2 Clarification of Abavus Responsibility.  Notwithstanding 

anything else in this Agreement, Abavus shall have no responsibility for 

3.2.1 any acts or omissions of Customer’s employees, agents, 

contractors or representatives that result in failure of or disruption to 

the Service ,  

3.2.2 Customer's or end user's own equipment, phones or data lines 

which are used to access the Service 

3.2.3 the accuracy, quality, integrity, legality, reliability, and 

appropriateness of any Customer Data.  

3.3 Customer Responsibilities.  Customer shall  

3.3.1 be responsible for all activities that occur under Customer's 

User accounts,  

3.3.2 use commercially reasonable efforts to prevent unauthorised 

access to, or use of, the Service, and notify Abavus promptly of any 

such unauthorised use, 

3.3.3 identify two Customer representatives who will serve as 

Customer’s sole representatives for interacting with Abavus’ 

customer support, 

3.3.4 comply with all applicable laws in using the  Service, and  

3.3.5 abide by any Acceptable Use Policy which may be 

implemented.  

3.4 Use Restrictions.  Customer shall use the Service solely for 

business purposes relating to its own Council area as contemplated by 

this Agreement and shall not: (i) license, sublicense, sell, resell, rent, 

lease, transfer, assign, distribute, time share or otherwise commercially 

exploit or make the  Service available to any third party, other than as 

contemplated by this Agreement; (ii) attempt in any way to circumvent 

or otherwise interfere with any security precautions, procedural controls, 

or other measures relating to the Service; or (iii) except as permitted by 

law, decompile, engineer, modify or derive source code from any 

software which  forms part of the Service. 

3.5 Acceptable Use Policy.  Abavus reserves the right to introduce 

an Acceptable Use Policy designed to benefit the smooth running of the 

Service for all users and to prevent any behaviour which may discredit or 

degrade the Service. 

TERM AND TERMINATION 

Term of Agreement.  This Agreement will commence upon the Effective 

Date and continues until all the Subscription Term(s)  and any extensions 

thereto granted in accordance with this Agreement have expired or been 

terminated.  

 Term of Subscription Term.  Unless otherwise set forth in the Purchase 

Authorisation Schedule issued by Abavus and signed by Customer, User 

Subscriptions to the Service shall commence on the Subscription Start 

Date and shall continue for the Subscription Term specified in the 

Purchase Authorisation Schedule.  Subscription Terms shall 

automatically renew for additional periods of one (1) year at the list price 

in effect at the time of renewal unless either party gives notice of 

termination to the other at least thirty (30) days prior to the end of the 

relevant Subscription Term. 

Termination for Cause.  A party may terminate this Agreement for cause: 

(i) upon thirty (30) days written notice of a material breach to the other 

party, provided such breach remains uncured at the expiration of the 

notice period; or (ii) if the other party becomes the subject of a petition 

in bankruptcy or any other proceeding relating to insolvency, 

receivership, liquidation or assignment for the benefit of creditors.  

Survival of Termination.  Sections 5, 6 and 10 shall survive termination 

of this Agreement. 

Outstanding Fees.  Termination shall not relieve Customer of the 

obligation to pay any fees accrued or payable to Abavus prior to the 

effective date of termination.  

4.6 Destruction of Customer Data.  The Customer Instance shall be 

disconnected upon termination of this Agreement and backup activities 

on the Instance shall cease as of such date.  Customer Data will remain 

on tape for a period of sixty (60) days from date of backup through 

complete deletion.  Upon written request by the Customer Abavus may 

notify Customer when the Instance has been deleted.  

 OWNERSHIP   

Intellectual Property.  Customer shall make no claim to title or ownership 

of any intellectual property rights including, without limitation, any 

patent, trademark, copyright or intellectual or industrial property right, 

relating to the Service and software used in support thereof. Customer 

expressly acknowledges that it does not have and shall not, by virtue of 

this Agreement, acquire any proprietary rights whatsoever of any kind in 

or over any adaptation, modification, derivation, addition or extension to 

the Service, whether made by iTouch Vision, Abavus or Customer, and 

that Customer’s sole right to the Service is as set forth in this Agreement. 

This Agreement does not authorise Customer to use iTouch Vision’s 

name, Abavus’ name or any of iTouch Vision’s or Abavus’ trademarks 
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or those of its suppliers and/or licensors in any manner whatsoever, 

without prior written approval by iTouch Vision or Abavus, as 

appropriate.   

6 CONFIDENTIAL/PROPRIETARY INFORMATION 

AND DATA PROTECTION 

6.1 Restrictions.  The parties acknowledge that, in the course of 

their dealings, each party may acquire Confidential Information (as 

defined in Section 6.2 below) of the other party.  Neither party shall use 

or disclose any Confidential Information of the other party except as 

permitted by or in furtherance of the purposes of this Agreement.  

Confidential Information of a party will be maintained under secure 

conditions by the other party using reasonable security measures and in 

any event not less than the same security measures used by the receiving 

party for the protection of its own Confidential Information of a similar 

kind. 

6.2 Definition of Confidential/Proprietary Information.  As used 

herein, “Confidential Information” means trade secrets, the Customer 

Data, the Service and other non-public information of or concerning such 

party or its business, products, or services.  With the exception of 

Customer Data, information will be considered to be Confidential 

Information if it (a) is marked as confidential, proprietary, or the 

equivalent, (b) is identified by the disclosing party as confidential or 

proprietary before, during, or promptly after the presentation, 

communication, or other disclosure thereof, or (c) reasonably should be 

understood to be confidential or proprietary based on the circumstances 

surrounding disclosure and/or the manner such information is treated in 

the industry.  Notwithstanding the foregoing, information shall not be 

considered to be Confidential Information to the extent that it (i) is 

already known to the receiving party on a non-confidential basis at the 

time it is first obtained from the disclosing party, (ii) is or becomes 

publicly known through no wrongful act of the receiving party, (iii) is 

rightfully received by the receiving party from a third party without 

restriction on use or disclosure, or (iv) was independently developed by 

the receiving party without the use of any Confidential Information of the 

disclosing party.  

6.3 Compelled Disclosure.  If the receiving party is compelled by 

law to disclose Confidential Information of the disclosing party, it shall 

provide the disclosing party with prior notice of such compelled 

disclosure (to the extent legally permitted) and reasonable assistance, at 

disclosing party’s cost, if the disclosing party wishes to contest the 

disclosure.  

6.4 Remedies.  If the receiving party discloses or uses (or threatens 

to disclose or use) any Confidential Information of the disclosing party 

in breach of this Section 6, the disclosing party shall have the right, in 

addition to any other remedies available to it, to seek injunctive relief to 

enjoin such acts, it being specifically acknowledged by the parties that 

any other available remedies are inadequate. 

6.5 Data Protection.  The Parties acknowledge that for 

the purposes of the Data Protection Legislation, the Buyer Controller is 

the Controller and the Supplier (Abavus and iTouch Vision) is the 

Processor unless otherwise specified. The only processing that the 

Processor is authorised to do is in relation to the delivery of the Service.   

6.5.1 The Processor shall notify the Controller immediately if it 

considers that any of the Buyer’s instructions infringe the Data Protection 

Legislation. 

6.5.2 The Processor shall provide all reasonable assistance to the 

Controller in the preparation of any Data Protection Impact Assessment 

prior to commencing any processing.  Such assistance may, at the 

discretion of the Controller, include: 

(a) a systematic description of the envisaged processing 

operations and the purpose of the processing; 

(b) an assessment of the necessity and proportionality of the 

processing operations in relation to the Services; 

(c) an assessment of the risks to the rights and freedoms of 

Data Subjects; and 

(d) the measures envisaged to address the risks, including 

safeguards, security measures and mechanisms to ensure 

the protection of Personal Data. 

6.5.3  The Processor shall, in relation to any Personal Data processed 

in connection with its obligations under this contract: 

(a) process that Personal Data only in accordance with delivery 

of the Service, unless the Processor is required to do 

otherwise by Law. If it is so required the Processor shall 

promptly notify the Controller before processing the 

Personal Data unless prohibited by Law; 

(b) ensure that it has in place Protective Measures which have 

been reviewed and approved by the Controller as 

appropriate to protect against a Data Loss Event having 

taken account of the: 

(i) nature of the data to be protected; 

(ii) harm that might result from a Data Loss 

Event; 

(iii) state of technological development; and 

(iv) cost of implementing any measures;  

(c) ensure that : 

(i) the Processor Personnel do not process 

Personal Data except in accordance with 

this contract (and in particular delivery of 

the Service); 

(ii) it takes all reasonable steps to ensure the 

reliability and integrity of any Processor 

Personnel who have access to the Personal 

Data and ensure that they: 

(A) are aware of and comply with the 

Processor’s duties under this 

Clause; 

(B) are subject to appropriate 

confidentiality undertakings with 

the Processor or any Sub-

processor; 

(C) are informed of the confidential 

nature of the Personal Data and 

do not publish, disclose or 
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divulge any of the Personal Data 

to any third Party unless directed 

in writing to do so by the 

Controller or as otherwise 

permitted by this Call Off 

Contract; and 

(D) have undergone adequate 

training in the use, care, 

protection and handling of 

Personal Data;  

(d) not transfer Personal Data outside of the EU unless the prior 

written consent of the Controller has been obtained and the 

following conditions are fulfilled: 

(i) the Controller or the Processor has 

provided appropriate safeguards in relation 

to the transfer (whether in accordance with 

GDPR Article 46 or LED Article 37) as 

determined by the Controller; 

(ii) the Data Subject has enforceable rights and 

effective legal remedies; 

(iii) the Processor complies with its obligations 

under the Data Protection Legislation by 

providing an adequate level of protection to 

any Personal Data that is transferred (or, if 

it is not so bound, uses its best endeavors to 

assist the Controller in meeting its 

obligations); and 

(iv) the Processor complies with any reasonable 

instructions notified to it in advance by the 

Controller with respect to the processing of 

the Personal Data; 

(e) at the written direction of the Controller, delete or return 

Personal Data (and any copies of it) to the Controller on 

termination of the contract unless the Processor is required 

by Law to retain the Personal Data. 

6.5.4  Subject to Clause 6.5.6, the Processor shall notify the 

Controller immediately if it: 

(f) receives a Data Subject Access Request (or purported Data 

Subject Access Request); 

(g) receives a request to rectify, block or erase any Personal 

Data;  

(h) receives any other request, complaint or communication 

relating to either Party's obligations under the Data 

Protection Legislation;  

(i) receives any communication from the Information 

Commissioner or any other regulatory authority in 

connection with Personal Data processed under contract;  

(j) receives a request from any third Party for disclosure of 

Personal Data where compliance with such request is 

required or purported to be required by Law; or 

(k) becomes aware of a Data Loss Event. 

6.5.5 The Processor’s obligation to notify under Clause 6.5.4 shall 

include the provision of further information to the Controller in phases, 

as details become available.  

6.5.6 Taking into account the nature of the processing, the Processor 

shall provide the Controller with full assistance in relation to either 

Party's obligations under Data Protection Legislation and any complaint, 

communication or request made under Clause 6.5.4 (and insofar as 

possible within the timescales reasonably required by the Controller) 

including by promptly providing: 

(a) the Controller with full details and copies of the complaint, 

communication or request; 

(b) such assistance as is reasonably requested by the Controller 

to enable the Controller to comply with a Data Subject 

Access Request within the relevant timescales set out in the 

Data Protection Legislation;  

(c) the Controller, at its request, with any Personal Data it 

holds in relation to a Data Subject;  

(d) assistance as requested by the Controller following any 

Data Loss Event;  

(e) assistance as requested by the Controller with respect to 

any request from the Information Commissioner’s Office, 

or any consultation by the Controller with the Information 

Commissioner's Office. 

6.5.7. The Processor shall maintain complete and accurate records 

and information to demonstrate its compliance with this Clause. This 

requirement does not apply where the Processor employs fewer than 250 

staff, unless: 

(a) the Controller determines that the processing is not 

occasional; 

(b) the Controller determines the processing includes special 

categories of data as referred to in Article 9(1) of the GDPR 

or Personal Data relating to criminal convictions and 

offences referred to in Article 10 of the GDPR; and  

(c) the Controller determines that the processing is likely to 

result in a risk to the rights and freedoms of Data Subjects. 

6.5.8 The Processor shall allow for audits of its Data Processing 

activity by the Controller or the Controller’s designated auditor. 

6.5.9 The Parties shall designate a Data Protection Officer if required 

by the Data Protection Legislation.  

6.5.10  Before allowing any Sub-processor to process any Personal 

Data related to this contract, the Processor must: 

(a) notify the Controller in writing of the intended Sub-

processor and processing; 

(b) obtain the written consent of the Controller;  
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(c) enter into a written agreement with the Sub-processor 

which give effect to the terms set out in this contract such 

that they apply to the Sub-processor; and 

(d) provide the Controller with such information regarding the 

Sub-processor as the Controller may reasonably require. 

6.5.11. The Processor shall remain fully liable for all acts or omissions 

of any Sub-processor. 

6.5.12  The Buyer may, at any time on not less than 30 Working Days’ 

notice, revise this Clause by replacing it with any applicable controller to 

processor standard clauses or similar terms forming part of an applicable 

certification scheme (which shall apply when incorporated by attachment 

to this contract). 

6.5.13  The Parties agree to take account of any guidance 

issued by the Information Commissioner’s Office. The Buyer may on not 

less than 30 Working Days’ notice to the Supplier to amend this contract 

to ensure that it complies with any guidance issued by the Information 

Commissioner’s Office. 

7. FEES AND PAYMENT 

7.1 Service Fees.  Customer shall pay all User Subscriptions 

specified in all executed Purchase Authorisation Schedules hereunder 

and any other charges agreed between the parties.  Except as otherwise 

provided, all amounts payable to Abavus under this Agreement are 

stated and shall be paid in Great British Pounds.  User Subscriptions are 

based on the population governed by the Council.  Abavus reserves the 

right to amend the User Subscriptions on 30 days written notice should 

the population change such that it would fall into a different price 

banding.   

7.2 Payment.  User Subscriptions will be invoiced in advance or as 

they become known or otherwise in accordance with the terms set forth 

in the relevant Purchase Authorisation Schedule.  Unless otherwise stated 

in the Purchase Authorisation Schedule, all invoices are due net thirty 

(30) days from the invoice date.  If Customer reasonably and in good faith 

disputes all or any portion of any invoice, Customer shall notify Abavus 

in writing of its objection within ten (10) days from the date of 

Customer’s receipt of the invoice, provide a detailed description of the 

reasons for the objection, and pay the portion of the invoice which is not 

in dispute.  Any undisputed amounts not paid within the period set forth 

above shall bear interest at a rate equal to the lower of ten percent (10%) 

per annum or the maximum rate of interest allowable under applicable 

law.  All costs incurred for outside collection and related bank charges of 

overdue debts shall be paid by Customer.  Prices are quoted exclusive of 

VAT and Customer shall pay any sales, use or other taxes of any nature, 

assessed upon or with respect to the Service which are imposed by any 

entity, but excluding taxes based on Abavus’ net income.   

7.4 Suspension of Service.  If Customer’s account is thirty (30) 

days or more overdue (except with respect to charges then under 

reasonable and good faith dispute), in addition to any of its other rights 

or remedies, Abavus reserves the right upon ten (10) days prior written 

notice to Customer, to suspend the Service, and the provision of 

consulting and training services under any other agreement, without 

liability to the Customer, until Customer pays all overdue amounts in 

full.  Suspension of the Service shall not relieve Customer of its 

obligation to pay any fees for the Service or other amounts due to 

Abavus nor shall it extend the Subscription Term. 

8. LIMITED WARRANTY 

8.1 Authority and Performance.  Each party represents and 

warrants that (i) it has the legal right and authority to enter into this 

Agreement and perform its obligations under this Agreement, and (ii) the 

performance of its obligations and its use of the Service will not violate 

any applicable laws, regulations, or cause a breach of any agreements 

with any third parties.   

8.2 Warranty.  Abavus warrants that (i) the Service will operate in 

all material respects at least in accordance with the applicable Feature 

Listing as of the Subscription Start Date, and (ii) the Service will be 

available to customers for normal use for at least 99% of the time each 

quarter, excluding any downtime during a Standard Maintenance 

Window. In the event of any breach of the warranties under this Section 

8.2, then subject to the remainder of this Section 8.2, Abavus’ sole and 

exclusive responsibility shall be for Abavus to make all reasonable efforts 

to have any reported failure of the Service causing a breach of this 

warranty corrected as soon as practical.  However, if within 10 business 

days,  such defects are not corrected, then Customer’s sole and exclusive 

remedy shall be to terminate this Agreement and to receive a refund of 

the prepaid fees. NO OTHER REMEDIES SHALL BE AVAILABLE 

TO CUSTOMER FOR BREACH OF WARRANTIES UNDER THIS 

SECTION 8.2. 

8.3 Disclaimer Of All Other Warranties.  THE EXPRESS 

WARRANTIES SET FORTH IN THIS AGREEMENT ARE IN LIEU 

OF, AND ABAVUS DISCLAIMS, ANY AND ALL OTHER 

WARRANTIES, CONDITIONS, OR REPRESENTATIONS 

(EXPRESS OR IMPLIED, ORAL OR WRITTEN), WITH RESPECT 

TO THE SERVICE, WHETHER ALLEGED TO ARISE BY LAW, BY 

REASON OF CUSTOM OR USAGE IN THE TRADE, BY COURSE 

OF DEALING, OR OTHERWISE, INCLUDING, BUT NOT LIMITED 

TO, ANY AND ALL IMPLIED WARRANTIES OR CONDITIONS OF 

MERCHANTABILITY, FITNESS OR SUITABILITY FOR ANY 

PURPOSE (WHETHER OR NOT ABAVUS KNOWS, HAS REASON 

TO KNOW, HAS BEEN ADVISED, OR IS OTHERWISE IN FACT 

AWARE OF ANY SUCH PURPOSE), OR NON-INFRINGEMENT.   

9. LIMITATION OF LIABILITY  

9.1 Direct Damages.  TO THE EXTENT PERMITTED BY 

APPLICABLE LAW AND EXCEPT FOR LIABILITY ARISING 

FROM SECTIONS 6.1, 10.1 and 10.2, THE TOTAL CUMULATIVE 

LIABILITY OF EITHER PARTY FOR ANY BREACH OR DEFAULT 

UNDER THIS AGREEMENT (INCLUDING, WITHOUT 

LIMITATION, ANY BREACH OF ANY WARRANTY GIVEN BY 

ABAVUS UNDER THIS AGREEMENT) SHALL BE LIMITED TO 

THE AMOUNT OF SUCH PARTY’S DIRECT DAMAGES 

RESULTING FROM SUCH BREACH OR DEFAULT, NOT TO 

EXCEED THE AMOUNTS PAID TO ABAVUS BY CUSTOMER 

WITHIN THE LAST TWELVE MONTH PERIOD IMMEDIATELY 

PRECEEDING THE DATE THE CAUSE OF ACTION AROSE OR IF 

THE AGREEEMENT HAS BEEN RUNNING FOR LESS THAN 12 

MONTHS, THEN THE ANNUALISED EQUIVALENT.  WHERE 

CUSTOMER HAS A LIABILITY TO ABAVUS, THIS LIMITATION 

SHALL BE IN ADDITION TO ANY SUMS ALREADY INVOICED 

AND DUE TO ABAVUS. 

9.2 Indirect Damages.  TO THE EXTENT PERMITTED BY 

APPLICABLE LAW, IN NO EVENT SHALL EITHER PARTY HAVE 
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ANY LIABILITY TO THE OTHER PARTY FOR ANY SPECIAL, 

INDIRECT, INCIDENTAL, PUNITIVE, OR CONSEQUENTIAL 

LOSSES OR DAMAGES (INCLUDING, WITHOUT LIMITATION, 

LOSS OF REVENUE OR PROFITS OR FAILURE TO REALISE 

SAVINGS OR OTHER BENEFITS) ARISING FROM OR RELATED 

TO A BREACH OF THIS AGREEMENT OR THE OPERATION OR 

USE OF THE SERVICE, EVEN IF SUCH PARTY HAS BEEN 

ADVISED OF THE POSSIBILITY OF SUCH LOSSES OR 

DAMAGES. 

9.3 Limitation of Action.  Except for actions for nonpayment or 

liability arising from Section 10, no action (regardless of form) arising 

out of this Agreement may be commenced by either party more than two 

(2) years after the cause of action has accrued.  

9.4 Exclusion from Liability Limitation. Notwithstanding 

anything within this Agreement, neither party's liability: (a) for death or 

personal injury caused by its negligence or the negligence of its 

employees or agents; (b) for fraudulent misrepresentation; or (c) for any 

action that may not be excluded or limited by applicable law; is excluded 

or limited by this Agreement. 

10. INDEMNIFICATION 

10.1 Indemnification by Customer.  Subject to the provisions of 

Section 10.3, Customer shall indemnify, defend and hold harmless 

Abavus, iTouch Vision and its hosting provider, and any director, officer 

or employee thereof, against all costs, liabilities, losses and expenses 

(including, but not limited to, reasonable attorneys' fees) arising from any 

claim, suit, action, or proceeding (each, an “Action”) brought by any 

third party against Abavus, iTouch Vision and the hosting provider of the 

Service (if different) arising from Customer's use of the Service contrary 

to the terms of this Agreement or any applicable law.  

10.2  Indemnification by Abavus  Subject to the provisions of 

Section 10.3, Abavus shall indemnify, defend, and hold harmless 

Customer against any Action brought against Customer by a third party 

to the extent that the Action is based upon a claim that Customer's use 

of the Service in accordance with the terms of this Agreement infringes 

any copyright or patent in the European Union or misappropriates any 

trade secret, and Abavus will pay those costs and damages finally 

awarded against Customer in any such Action that are specifically 

attributable to such claim or those costs and damages agreed to in a 

monetary settlement of such Action made by Abavus.  If the Service 

becomes, or in Abavus’ opinion is likely to become, the subject of an 

infringement or misappropriation claim, Abavus may, at its option and 

expense, either: (i) procure for Customer the right to continue using the 

Service, (ii) replace or modify the Service so that it becomes non-

infringing (provided any such replacement or modification does not 

materially degrade the Service’s functionality), or (iii) if (i) or (ii) are 

not commercially practicable despite Abavus using commercially 

reasonable efforts, terminate this Agreement and pay to customer a sum 

equal to the total of any fees which Customer has paid to Abavus during 

the twelve months prior to Abavus' first notification to Customer that 

the Software may become subject to an infringement or 

misappropriation claim. Abavus’ obligations under this Section 10.2 

shall constitute its only obligations in the event that any claim or action 

is brought against Abavus alleging that the Software infringes, 

misappropriates, or otherwise violates the rights of any third party.  

 

10.3  Notification and Cooperation.  The obligations under this 

Section 10 are conditioned on: (a) the indemnified party notifying the 

indemnifying party promptly in writing of the commencement of any 

Action, (b) the indemnified party giving the indemnifying party sole 

control of the defence thereof and any related settlement negotiations, 

and (c) the indemnified party cooperating with the indemnifying party in 

such defence.  

11. GENERAL 

11.1 Miscellaneous.  To the extent that any provision of this 

Agreement is held to be invalid, illegal or unenforceable by a court of 

competent jurisdiction, it shall be severed from this Agreement, and the 

remaining provisions shall remain in full force and effect. No failure or 

delay by either party to exercise any right or remedy specified herein shall 

be construed as a current or future waiver of such remedy or right, unless 

said waiver is in writing signed by a duly authorised representative of the 

party issuing such waiver.  

11.2 Assignment.  This Agreement is binding upon the parties 

respective representatives, successors, and assigns; provided, however, 

neither party shall assign this Agreement without the prior written 

consent of the other party not to be unreasonably withheld or delayed. 

Notwithstanding the foregoing, either party shall be permitted to assign 

this Agreement upon thirty (30) days prior written notice in the event of 

change of control, corporate reorganisation, merger, acquisition or, 

divestiture of all or substantially all of such party’s assets. 

11.3 Notices.  Any written notice required to be given to a party 

under this Agreement shall be given by personal delivery to such party, 

or mailed by registered or certified mail, return receipt requested, postage 

prepaid, or shipped by a nationally-recognised carrier, shipping prepaid, 

to such party at such party’s address set forth at the beginning of this 

Agreement, or as subsequently notified in writing. 

11.4  Governing Law and Jurisdiction.  This Agreement will be 

interpreted and construed in accordance with the laws of England and 

Wales and any legal action resulting from any dispute shall be heard in a 

court in England.  

11.5  Force Majeure.  Except for the obligation to make payments, 

neither party shall be liable for delays or breaches in its performance 

under this Agreement due to causes beyond its reasonable control, such 

as acts of vendors, acts of god, acts or omissions of civil or military 

authority, government priorities, fire, earthquakes, strikes or other labour 

problems, floods, epidemics, quarantine restrictions, riots, war, acts of 

terror, computer or telecommunications failures over which neither 

iTouch Vision nor its service providers have control, network intrusions 

or denial of service attacks and delays of transportation (“Force 

Majeure”).   

11.6 Entire Agreement.  This Agreement, including all schedules 

and addenda hereto, along with all Purchase Authorisation Schedules 

executed hereunder, constitutes the entire agreement between the parties 

as to its subject matter, and supersedes all previous and contemporaneous 

agreements, proposals or representations, oral or written, and all other 

communications between the parties relating to the subject matter of this 

Agreement.  Any modification of the provisions of this Agreement will 

be effective only if in writing and signed by the party against whom it is 

to be enforced.  If any of the terms or conditions of this Agreement 

conflict with any of the terms or conditions of any Schedule, then, unless 

otherwise provided herein, the terms and conditions of such Schedule 

will control solely with respect to the services covered by such Schedule.   

11.6 Counterparts.  This Agreement may be executed in 

counterparts, which taken together shall form one legal instrument 
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*   * * 

 

 

Abavus Ltd. 

  

 

 

     

  

Signature    Date 

 

 

     

  

Name     Title 

<<Customer>>. 

 

 

 

     

  

Signature    Date 

 

 

     

  

Name     Title 

 

 

 

 

Executed by the parties hereto as an instrument under seal effective as of the Effective Date. 
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Appendix 3 – Customer Support 

Customer Support for My Council Services 

2018 

This document covers support for the following platforms:  

iTouch Vision’s – My Council Services, My Health Services and My Housing Services  

Customer Support Service Terms 

Support services are provided under a renewable annual subscription. These services entitle 

the customer to access any available on-line support materials and training aids. This 

document outlines the base components of the support service offered for My Council 

Services. 

Support Channels  

We provide support during the following hours of operation for the products identified above:  

Zone Coverage Hours Coverage Days Contact Information 

UK 
9:00 am to 5:30 pm GMT 

/ BST 

Monday to Friday 
Excluding observed 

holidays** 

0208 530 2505 (within the UK) 

support@abavus.co.uk 

 

 

**U.K. Holidays are:  New Years Day, Good Friday, Easter Monday, First Monday in May (Early May Bank Holiday, 

Last Monday in May (Spring Bank Holiday), Last Monday in August (Summer Bank Holiday), Christmas Day, 

Boxing Day and or any other UK public holiday not on the list above but ann ounced by HM government.  

Issue Classification and Escalation Procedures:  

All support issues are given a high, medium or low classification depending on the impact to 

the customer operations. A severity level of high requires communication with the custome r 

at least once every four (4) hours until the issue is resolved.  A medium severity level requires 

communication with the customer within five (5) business days from the time of the initial 

logging of the issue. A low severity level requires communication  with the customer within 

seven (7) business days from the time of the initial logging of the issue. The following table 

provides further descriptions on each severity level.  
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Severity 

Level 

Customer Impact* Response Time to 

Customer* 

After Hours 

Response 

Time** 

Incident Status 

Communication 

High Severe impact on 
customer operations 

Within 4 hours By 10:00 AM 
next business 
day 

Every 4 hours until 
resolution 

Medium Moderate impact on 
Customer 
operations, but still 
functioning  

Within 1 business 
day 

Next business 
day 

On or before five (5) 
business days 

Low Little to no impact to 
customer operations 
or a product request 

Within 2 business 
days 

Within 2 
business days 

On or before seven 
(7) business days 

*These service level response times do not apply to integration with other third party applications.  

**After hour support consists of an automated message informing customers they will be contacted in response 

to any left messages before 10:00 AM GMT / BST  time the next business day.  

 

Severity Definitions: 

HIGH 

• Definition: A problem has been identified that has a severe impact on the use of 

the product, causing significant business impact to the customer.  

• Response Time*  Customer Support will respond to a customer call within four (4) 

hours of a request during normal support hours and before 10:00 AM GMT / BST 

the next business day for requests received after normal support hours.  

• Target Resolution Time** Until restored using best efforts.  

MEDIUM 

• Definition: A problem has been identified that moderately affects or restricts major 

functionality. The problem is time sensitive and important to long-term 

productivity, but is not causing an immediate work stoppage. Operations can 

continue in a restricted fashion.  

• Response Time* Customer Support will respond to a customer call within one (1) 

business day of a request during normal support hours and by 10:00 AM GMT / BST 

the next business day for requests received after normal support hours.  
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• Target Resolution Time** Upon receipt of the problem report, Abavus will 

commence to verify, diagnose and replicate the reported problem. Abavus will use 

reasonable efforts to fix the issue and /or communicate to the customer within five 

(5) business days.  

LOW 

• Definition: (i) A minor problem that does not have major affect on business 

operations. (ii) A major problem for which an acceptable workaround exists.  

• Response Time*: Customer support will respond to a customer call within two (2) 

business days for a request during normal and/or after support hours.  

• Target Resolution Time**: Upon receipt of the problem report and initial contact 

with the customer, Abavus will use reasonable efforts to fix the issue and/or 

communicate to the customer within seven (7) business days.  All issues 

considered to be a product enhancement request will be forwarded to Product 

Management for further consideration. 

*Response Time - minimum time to respond with action items. 

**Target Resolution Time - Target for resolution of the support call. Should circumstances result in longer times, 

the customer will be notified with detailed status reports and work will continue until resolved.  

Service Tracking and Reporting Procedures: 

• All requests via email or phone will be logged via a CRM ticket tracking system.  

• Call records will be recorded by Abavus Customer Support, and will be forwarded 

to the appropriate level for completion. Customer Support is responsible  to ensure 

timely call closure per stated service objectives.  

• Customer Support, operations, and development teams meet regularly to 

communicate support issues and determine shortest path to resolution and/or 

enhancements.  

 

 

 

Issues not included in Standard Support:  

The following issues are not part of Standard Support for the listed products:  
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• Configuration or installation of hardware, including but not limited to computers, 

hard disks, networks and printers.  

• Assistance with 3rd party application configuration (e.g. outlook, Lotus Notes, 

Adobe Acrobat Writer).  

• Troubleshooting of network or PC performance  

• In-depth telephone product training  

 


