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1. IoT Services Pricing 
ANS provides full end to end IoT managed services and is broken down into 5 architecture pillars, which are 
illustrated below: 
 

 
 
Due to the nature of IoT deployments, the pricing schedules are very difficult to provide due to the 
following architecture requirements: 
 

• Type and Connectivity Option for the sensor 
• Backhaul Medium for the sensor – Cellular, LoRaWAN/LPWAN, Satellite, Wireless, Wired 
• Data Platform Functions – Dependant on the data retention, data in motion, data storage and 

database requirements 
• Analytics – What information is relevant, what is required for which solution and what tools are the 

most appropriate for the desired visualisation 
• Application/Service Integration – Probably the most difficult to size and cost 

 
ANS recommend that every IoT project/programme is started with an IoT assessment, which is highlighted 
in the next section, which will identify all the business and technical resources required to deliver a 
successful IoT deployment. 
 

2. IoT Assessment Overview 
ANS’ Internet of Things (IoT) Assessment service is a proven, industry leading service that enables 
organisations to transform business operations, through the intelligent use of data. This assessment provides 
an organisation with an end-to-end IoT strategy along with the technical design and business case required to 
enable the transformation. 

This is achieved through detailed business process, data and information consumption assessments, to produce 
a business outcome focused IoT strategy, supported by the necessary Sensor, Connectivity, Data and Software 
architecture designs. 

This assessment is available as a collection of modules from ANS’ Assessment Services framework. The 
framework compiles numerous outcomes-based methodologies designed to assist organisations with defining 
their requirements, designing solutions, and demonstrating the value and alignment to business strategy and 
priorities. The complete set of available modules is as follows: 
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ANS’s IoT Assessment is typically delivered using the following modules: 
 

IoT 
 

 

Big Data 
 

 

Backlog 
 

 

Target Architecture 
 

 

Business Case  
 
The following section provides the approach to pricing the IoT Assessment, along with example costs for 
Small, Medium and Large projects. 
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3. Pricing Schedule 
3.1 Azure IoT Services 
The Azure IoT Hub pricing tiers are presented below: 
 
Tier Services and Message Quantity Cost 
S1 – Standard 400k (Messages/Unit/Day) 

Device to Cloud Telemetry 
Messaging Routing 
Cloud to Device Commands 
IoT Edge 
Device Management 

£18.63 per IoT Hub Unit 

S2 – Standard 6M (Messages/Unit/Day) 
Device to Cloud Telemetry 
Messaging Routing 
Cloud to Device Commands 
IoT Edge 
Device Management 

£186.33 per IoT Hub Unit 

S3 – Standard 300M (Messages/Unit/Day) 
Device to Cloud Telemetry 
Messaging Routing 
Cloud to Device Commands 
IoT Edge 
Device Management 

£1863.27 per IoT Hub Unit 

B1 – Basic 400k (Messages/Unit/Day) 
Device to Cloud Telemetry 
Messaging Routing 
Upgradable to Standard 

£7.45 per IoT Hub Unit 

B2 – Basic 6M (Messages/Unit/Day) 
Device to Cloud Telemetry 
Messaging Routing 
Upgradable to Standard 

£37.27 per IoT Hub Unit 

B3 - Basic 300M (Messages/Unit/Day) 
Device to Cloud Telemetry 
Messaging Routing 
Upgradable to Standard 

£372.65 per IoT Hub Unit 

F1 - Free 8k (Messages/Unit/Day) 
Device to Cloud Telemetry 
Messaging Routing 
Cloud to Device Commands 
IoT Edge 
Device Management 

£0.00 per IoT Hub Unit (Only 1 
Unit allowed) 
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3.2 AWS IoT Services 

3.2.1 Connectivity 

Connectivity provides a secure, authenticated connection between your devices and AWS IoT Core. 
Connectivity is metered in 1 minute increments and is based on the total time your devices are connected 
to AWS IoT Core. 
 
Connectivity Pricing (per million minutes of connection). 
 

3.2.2 Messaging 

Messages transport device data to and from AWS IoT Core. Messaging is metered by the number of messages 
transmitted between your devices and AWS IoT Core. 
 
Messaging Pricing (per million messages). 
 

3.2.3 Device Shadow and Registry 

 
The Device Shadow stores the desired state or actual state of a device, and the Registry is used to name 
and manage devices. Use of Device Shadow and Registry is metered by the number of operations that 
access or modify Device Shadow or Registry data. 
 
Device Shadow and Registry Pricing (per million operations). 
 
 

3.2.4 Rules Engine 

Rules Engine allows you to transform device data using arithmetic operations or external functions such as 
AWS Lambda, and then route the data to an AWS service such as Amazon S3, Amazon DynamoDB, or Amazon 
Kinesis. Rules Engine use is metered for each time a rule is triggered, and for the number of actions 
executed within a rule, with a minimum of one action per rule. 
 
Rules Engine Pricing (per million rules triggered / per million actions executed) 
 

3.2.5 Summary Service Costs 

The table below indicates the AWS IoT service costs. 
 
 

AWS Connectivity 

Connectivity $0.096 per Day 

Messaging <1 Billion $1.20 

Messaging 1 – 4.99 Billion $0.96 

Messgaing 5 Billion < $0.84 

Device Shadow & Registry $1.50 per Device 
Rules Engine – Rules 
Triggered $0.18 
Rules Engine – Actions 
Executed $0.18 
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3.2.6 Pricing Example 

100,000 devices maintain a constant connection to AWS IoT Core for 30 days. Each day, each device 
exchanges 325 messages of 1 KB in size. Of the 325 messages exchanged, 100 trigger a Device Shadow 
update and 200 trigger a rule that executes one action. Your charges would be calculated as follows: 
 

CONNECTIVITY CHARGES 

• Minutes of connection = 100,000 connections * 60 minutes/hour * 24 hours/day * 30 days = 
4,320,000,000 minutes of connection 

• Connectivity charges = 4,320,000,000 minutes of connection * $0.08/1,000,000 minutes of 
connection = $345.60 

MESSAGING CHARGES 

• Messages = 100,000 devices * 325 messages/device-day * 30 days = 975,000,000 messages 
• Messaging charges = 975,000,000 messages * $1.00/1,000,000 messages = $975.00 

DEVICE SHADOW & REGISTRY CHARGES 

• Device Shadow Requests = 100,000 devices * 100 requests/device-day * 30 days = 300,000,000 
requests 

• Device Shadow Size is less than 1 KB, so it is rounded up to the nearest KB (1 KB) 
• Device Shadow Charges = 300,000,000 requests * $1.25/1,000,000 operations = $375.00 

RULES ENGINE CHARGES   

• Rules Triggered = 100,000 devices * 200 rules triggered/device-day * 30 days = 600,000,000 rules 
triggered 

• Actions Executed = 600,000,000 rules triggered * 1 action executed/rule triggered = 600,000,000 
actions executed 

• Rules Charges = 600,000,000 rules triggered * $0.15/1,000,000 rules triggered = $90.00 
• Actions Charges = 600,000,000 actions executed * $0.15/1,000,000 actions executed = $90.00 
• Total Rules Engine charges = $90.00 + $90.00 = $180.00 

TOTAL WORKLOAD CHARGES 

Total Charges = $346.60 + $975.00 + $375.00 + $180.00 = $1,876.60 
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3.3 Professional Services 
ANS provide IoT professional services for the deployment of complex IoT infrastructure projects. The below 
table provides these costs for consultancy services. 
 

Professional Services 

IoT Consultant £1250 per Day 
 
 

3.4 Assessment Services 
ANS price all Assessment Services in a transparent, flexible and scalable manner. ANS require some 
environments from the engaging organisation, along with the use case / selection of modules. For ANS’ IoT 
Assessment, the number of value streams to be included is required, along with the number of associated 
business processes and existing data sources. 
 

Assessment Average Scope 

 Small Medium Large 
Average IoTAssessment 
Cost  £20,000 +  £40,000 + £60,000 +  

IoT Consultant £1250 per Day £1250 per Day £1250 per Day 
 
The above example IoT Assessments are based on the parameters below:  
 

• Small IoT Assessment  
Number of Value Streams – up to 1 
Number of Business Process – up to 5 
Number of Data Sources – up to 2 
 

• Medium IoT Assessment  
Number of Value Streams – up to 5 
Number of Business Process – up to 25 
Number of Data Sources – up to 10 
 

• Large IoT Assessment  
Number of Value Streams – up to 10 
Number of Business Process – up to 50 
Number of Data Sources – up to 20 
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