
 

1. Definitions 
 

1.1. The terms and conditions of the following have the following 

means in relation to Celerity’s Terms and Conditions 
 

Access Remote access or electronic access to Celerity’s services; 

Authority The acting Minister by the GPS; 

Normal Hours Celerity’s normal working hours between 9.00am and 5.30pm 

Monday to Friday excluding public holidays; 

Charges Costs in respect of the services to be paid by the customer to 

Celerity as set out in the G-Cloud Order Form; 

Code of connection means the applicable code of connection detailed in the technical 

specification a copy of which the customer acknowledges that it 

has received and agrees to comply with; 

Customer The contracting body as stated on the G-Cloud Order Form; 

G-Cloud Call-Off agreement Contractual agreement between Celerity and the customer in 

accordance with the agreement of the G-Cloud 9 Framework 

Agreement; 

G-Cloud Order Form Form issued by GPS in connection with the G-Cloud 10 

Framework Agreement; 

Service Definitions Service Definitions issued by Celerity in accordance with the G- 

Cloud Service Framework Agreement as agreed by Celerity and 

the customer in a G-Cloud 9 Call-Off agreement; 

Customer Premises Equipment (CPE) Communications device located at the customers site that is used 

to connect directly to the external data link; 

DR Disaster Recovery; 

Service Assets Celerity owned hardware used to supply services; 

Hours of Support Support hours detailed in this document stating hours of support 

for certain elements of services; 

Incident An event relating to Services affecting service delivery in respect 

of which either Celerity pro-actively supports or is requested by 

the customer in accordance with terms and conditions of G-Cloud 

9 Call off and the services purchased by the customer; 

Incident Resolution The point in time in which Celerity considers the Incident to have 

been successfully resolved. Indicated by the service returning to 

a level of performance substantially in accordance with its 

specification or by Celerity referring the Incident to the 

appropriate 3rd party; 

Intellectual Property Rights Means any and all patents, trademarks, service marks, copyright, 

moral rights, rights in databases, know-how and all or any other 

intellectual property rights whether registered or unregistered 

together with all or any goodwill relating thereto; 

Location(s) or Sites The premises or other locations from and to which the services 

are provide to the customer as specified in G-Cloud 9 Order 

Form; 

Out of Hours Means Non Business Hours 

Service Desk Contact point for the customer to contact Celerity for raising 

Incidents or Service Requests; 

Commencement Date Means the date(s) stated in the G-Cloud Order Form; 

Service Delivery Manager The appointed individual with Celerity who manages and owns 

the delivery of services to the Customer; 

Services Equipment Equipment provided by Celerity for the provision of services;  

Service Levels (SLA) Means the levels to which The Service Provider is to perform the 

Services as set out in the Schedules in accordance with the G- 

Cloud 9 Definitions 



 

 

Service Owner Customer employee or representative for the overall day to day 

management of services on behalf of the customer; 

Service Period The term of the agreement defined in the technical 

specifications; 

Technical Specifications Service specifications detailed in the G-Cloud 9 

Service Definitions with the relevant code of 

connection; Service Provider Means Celerity Limited 
 
 
 

2. INTERPRETATION 
 
 

2.1. References to clauses and schedules are to those in this Agreement unless otherwise stated. 
 

2.2. Unless the context otherwise requires, in this Agreement reference to any statutory provisions 

shall include any statute or statutory provision which amends or replaces, or has amended or 

replaced it and, shall include any subordinate legislation made under the relevant statute. 
 

2.3. References to the singular include references to the plural and, vice versa and reference to any 

gender is a reference to every gender. 
 

2.4. Headings are for convenience only and shall not affect the construction of this Agreement. 
 

3. APPOINTMENT / COMMENCEMENT/ DURATION 
 

3.1. Celerity shall provide the Services for the duration specified in the applicable G-Cloud 9 Order 

Form, subject to the provisions for earlier termination set out in Clause 4 of these terms and 

conditions. 
 

3.2. In the event of any conflict or contradiction Clause 5 shall apply. 
 

3.3. These terms and conditions may only be varied or amended in writing and, signed by an 

authorised representative of each of the Parties. 
 

3.4. The Parties agree that they shall work and co-operate with each other during the period prior to 

the Service. 
 

4. TERMINATION 
 

4.1. Upon termination of this Agreement, in accordance with clause 3 the Service Provider shall be 

entitled to receive payment from the Client, of all outstanding fees due at termination whether 

or not invoiced or, due for the period of the remaining time on the Agreement up to and 

including the date of termination as agreed by both parties. 
 

4.2. In the event of termination of this Agreement for any reason, the Service Provider will return to 

the Client:- 



 

4.2.1.1. Any Confidential Information or copies thereof; 
 

4.2.1.2. Any computer data or personal data belonging to the Client, which is held by the Service Provider 

and used for the purposes of providing the Services; and 
 

4.2.1.3. Any other information and/or files that is reasonably required by the Client; 
 

4.3. The Service Provider shall provide such assistance as the Client may reasonably require for the 

purpose of ensuring an orderly transfer of responsibility for the provision of the Services, (or the 

equivalent) by the time of the expiry or other termination of the Agreement. 
 

5. DISPUTE RESOLUTION 
 
 

5.1. In the event of any dispute or differences arising between the Parties in connection with this 

Agreement, senior representatives of the Parties shall, within 10 days of receipt of a written 

request from either Party, meet in good faith in an effort to resolve the dispute, without 

recourse to legal proceedings. 
 

5.2. If the difference is not resolved at such a meeting the following procedure shall be followed:- 
 

5.2.1.1. Within 10 days of receipt of a written request the Head of Finance/Company Director of the 

Service Provider shall meet as soon as reasonably practicable, with the Head of Finance/Company 

Director/Authorised Member of the Client to seek to resolve matters; 
 

5.2.1.2. If matters are not resolved the Director(s) of The Service Provider shall meet with the equivalent 

post holder of the Client, as soon as reasonably practicable; 
 

5.2.1.3. Then if matters are not resolved, the Parties agree that negotiations be entered into with the 

assistance of an independent arbitrator and, such Agreement shall be final and binding on the 

parties. 
 

6. SERVICE SUPPLY 
 

6.1. The Service Provider shall, from the applicable Service Commencement Date(s) supply the 

Services to the Customer in accordance with: 
 

6.2. The G-Cloud 9 Service Definitions; 
 

6.3. All legal requirements applicable to the provision of the Services from time to time; and 
 

6.4. Good Industry Standards and with reasonable skill, care and diligence, as described in the Service 

Provider’s Terms and Conditions (Supplier Terms and Conditions), for G-Cloud 9 Services. 
 

6.5. The Service Provider will maintain throughout the duration of each Call-Off Agreement, security 

practices as described in the G-Cloud 9 Service Definitions. 
 

7. TRANSITION 
 

7.1. If a Transition Plan is agreed between the Parties each Party shall have the rights and obligations 

allocated to it in the Transition Plan, in relation to the transfer of the Services to the Service 

Provider. For the avoidance of doubt, unless otherwise agreed by the Service Provider including 

in a Transition Plan or set out in the applicable G-Cloud Service Definitions or, the applicable G- 



 

Cloud 9 Call-off Agreement, the Service Provider shall not provide any transition assistance 

under a Call-Off Agreement. 
 

7.2. The Customer shall take all reasonable steps to encourage its existing suppliers/vendors to co- 

operate with the Service Provider as is reasonably required, for the successful performance of 

the Services, to actively and in good faith co-operate with the Service Provider, in relation to the 

Services and provide all the information the Service Provider may reasonably require in relation 

to the Customer’s business, in connection with the Services. 
 

8. FEES 
 

8.1. The Service Provider will receive remuneration by way of a fee for each Service. Such fee is to be 

agreed between the Parties and will be payable in Pounds Sterling, within (30) thirty days from 

the date of invoice. 
 

8.2. Remuneration payable for Services which fall outside those described in this Agreement, will be 

the subject of separate negotiations between the Parties. 
 

8.3. No payment will be deemed to have been received, until the Service Provider has received 

payment in cleared funds. 
 

8.4. All sums payable to the Service Provider under a G-Cloud 9 Call-Off Agreement, will become due 

immediately upon termination of a G-Cloud 9 Call-Off Agreement. 
 

8.5. All payments to be made by the Customer under a G-Cloud 9 Call-Off Agreement, will be made in 

full and without any set-off, restriction or condition and without any deduction or withholding 

on account of any counterclaim or any present or future taxes, levies, duties, charges, fees, 

deductions or withholdings of any nature, unless the Customer is required by law to make any 

such deduction or withholding. 
 

8.6. If any sum payable under a G-Cloud 9 Call-Off Agreement, which is not the subject of a bona fide 

dispute is not paid within 5 Business Days after the due date, then (without prejudice to the 

Service Provider’s other rights and remedies), the Service Provider reserves the right to charge 

interest on such sum, on a day to day basis (after, as well as before any judgment) from the date 

or last date for payment thereof to the date of actual payment (both dates inclusive), at the rate 

of four percent (4%) per annum, over the LIBOR base rate (or such other London Clearing Bank 

as the Service Provider may nominate) from time to time in force until payment is made in full, 

both before and after any judgment. Such interest shall be paid on demand by the Customer. 
 

8.7. If Services are performed in stages the Service Provider reserves the right to invoice each 

instalment or stage as and when delivery is made to the Customer or, the performance of a 

stage commences in which case payment shall be due in accordance, with Clause 8.1 above 

notwithstanding non-delivery of other instalments or stages, or fulfilment of the entire Order. 
 

9. DELIVERY AND CANCELLATION 
 

9.1. The Service Provider will use its reasonable endeavours to ensure delivery of the Services and/or 

Access by the Service Commencement Date(s), for the matter of information and guidance The 

Service Provider will aim for 60 working days from the commencement date, but the Service 

Commencement Date(s) are estimates only and are not guaranteed. Time is not of the essence 

in relation to such dates. 



 

9.2. If the Service Provider fails to provide the Services and/or Access by the Service Commencement 

Date(s), the Customer shall have no right to reject the Services and shall have no right to rescind 

a G-Cloud 9 Call-Off Agreement, unless the Customer has served on the Service Provider a 

written notice, requiring the Service Provider provide the Services and/or Access not less than 

thirty (30) days after the Service Commencement Date and the notice has not been complied 

with or the Customer has served a written notice, within 60 days of the first Disaster Recovery 

test, that the test results are unsatisfactory and the Service Provider has not rectified the 

problem within 30 days . 
 

9.3. If the Customer refuses to allow the Service Provider to take any steps necessary for it to provide 

the Services and/or Access, then the Service Provider shall be entitled to withhold performance 

of any Services and, to treat a G-Cloud 9 Call-Off Agreement as repudiated by the Customer and 

shall have the right to rescind a G-Cloud 9 Call-Off Agreement. 
 

9.4. The Service Provider reserves the right and will provide 10 working days’ notice to withdraw or 

modify any particular aspect of the Services, in the interest of maximising the effectiveness of its 

services, provided that such withdrawal or modification does not have a material, adverse effect 

on the Services. 
 

9.5. The service provider reserves the right to withdraw or modify any particular aspect of the Services 

if it is deemed that the services are or could seriously impact the security and integrity of the 

services being provided or to protect the environment of the Service Provider or Customer 

without written notice prior to the action. 
 

10. LIABILITY 
 

10.1. Neither Party excludes or limits liability to the other for death or personal injury. 
 

10.2. The total liability of the Service Provider under this Agreement shall in no event exceed the value 

of the fees payable by the Client for the particular Service or event, in respect of which a claim 

may be made. 
 

10.3. The Service Provider will have no liability under or in connection with a G-Cloud 9 Call-Off 

Agreement, in respect of: 
 

10.3.1.1. Loss of profits, loss of business, loss of revenue, loss of contract, loss of goodwill, loss of 

anticipated earnings or savings (whether direct, indirect or consequential); or 
 

10.3.1.2. Any indirect or consequential loss however arising. 
 
 

11. SUSPENSION 
 

11.1. The Service Provider may at its sole discretion and without liability, suspend forthwith Access or 

provision of the Services either in whole or in part, until further notice on notifying the Customer 

either verbally, (confirming such notification in writing) or in writing (using its reasonable 

endeavours to give as much advance warning of such suspension) in the event that: 
 

11.2. The Service Provider is entitled to terminate a G-Cloud 9 Call-Off Agreement in whole or in part, 

by any reason of an event stated in this agreement 



 

11.3. The Service Provider, or any third party providing equipment or services to the Service Provider, 

in connection with the provision of the Services needs to carry out work relating to emergency 

upgrading or maintenance of the Service Provider’s network and/ or computer systems; 
 

11.4. The Service Provider reasonably believes that the Services are being used by the Customer in 

breach of the Code of Connection or the Customer’s obligations, under clause 12 and the 

Customer has failed to remedy such breach within the time period that the Service Provider has 

given the Customer to do so; 
 

11.5. The Customer engages in activities that, in the Service Provider’s sole and reasonable discretion, 

may cause disruption or damage to the Service Provider’s network and/ or computer systems or, 

the Service Provider’s provision of services to the Service Provider’s other customers; 
 

11.6. There is an attack on the Customer’s system or the Customer’s system is accessed or 

manipulated by a third party, without the Customer’s consent; and/ or 
 

11.7. The Service Provider or any third party providing equipment or Services to the Service Provider, 

in connection with the provision of the Services are required by an order, instruction or request 

of government, regulatory authority, emergency services organisation, or other competent 

authority that suspension is required. 
 

11.8. The Service Provider will use reasonable endeavours to give the Customer at least twelve (12) 

business hours, advance notice of a suspension pursuant to Clause 11.1, unless the Service 

Provider reasonably determines that a suspension on shorter notice is necessary to protect the 

Service Provider, the Customer or the Service Provider’s other customers, from imminent or 

significant operational or security risk. 
 

11.1. The Service Provider shall restore Access to the Customer as soon as reasonably practicable, after 

the Service Provider verifies that the cause of suspension has been appropriately resolved. 
 

12. CUSTOMER WARRANTIES AND OBLIGATIONS 
 

12.1. The Customer warrants to the Service Provider:- 
 

12.2. It has obtained all necessary permissions and consents required by it, to enter into a G-Cloud 9 

Call-Off Agreement; 
 

12.3. It will provide the Service Provider with such information as the Service Provider may reasonably 

need, concerning the Customer’s operations and which may be reasonably necessary, in order 

for the Service Provider to provide any of the Services. The Customer shall ensure such 

information is accurate and complete. The Service Provider will, to the extent reasonably 

practicable, give the Customer reasonable, prior notice of any information it requires in 

accordance with this Clause 12; 
 

12.4. It shall ensure that all personnel assigned by it to provide assistance to the Service Provider in 

providing the Services, shall have the requisite skill, qualification and experience to perform the 

tasks assigned to them; and 
 

12.5. It shall provide such access to its premises, personnel and facilities as the Service Provider shall 

reasonably require, in order to provide the Services and at all times provide suitable, secure 

accommodation, assistance, facilities, and environmental conditions for the installation and 

housing of the Services and all necessary electrical power supplies, (including back-up) and other 

installations and fittings at the site(s), for the commissioning and provision of the Services. The 



 

Customer shall ensure that such preparation and provision is effected at the Customer’s sole 

cost, before the Services and Services Equipment are installed at the Sites and are in accordance 

with any reasonable specifications provided by the Service Provider. The Customer shall ensure 

that any restoration and re decorating is effected at the Customer's sole cost. 
 

12.6. The Customer shall: 
 

12.7. Comply with the Code of Connection; 
 

12.8. Assist with the Service Provider’s reasonable investigation of any Service outages or security 

problems relating to the Services; 
 

12.9. Ensure that the Customer Premises Equipment meets the requirements for provision of the 

Services, as specified by the Service Provider in writing from time to time including, but not 

limited to the Code of Connection. The Customer shall have available at its expense and on its 

premises all such equipment, communication lines, magnetic media, programs, personnel and 

any other materials as are necessary, for the use of the Services. The Customer shall ensure that 

it interfaces to the Services only hardware and software of adequate quality for such purposes 

and which is formally accepted in writing by the Service Provider; 
 

12.10. Except where the Services expressly include the Service Provider’s virus-checking services, be 

responsible for virus-checking and cleansing all incoming and outgoing transmissions of data, 

using commercially available up-to-date anti-virus and firewall software. The Customer 

acknowledges that the Service Provider does not include any such virus-checking and/or 

cleansing as standard in its provision of the Services, unless expressly provided for in a G-Cloud 9 

Call-Off Agreement; 
 

12.11. Give reasonable, written notice to the Service Provider of any significant change which it expects 

to make in the average monthly volume of transmissions of data, by use of the Services. 
 

12.12. The Customer must not, and must procure that its employees, contractors, users, agents and 

representatives do not, use the Services: 
 

12.12.1.1. To send, receive, access or disseminate any material which is offensive, abusive, indecent, 

obscene, menacing, fraudulent, or in breach of: 
 

12.12.1.2. Any obligation of confidentiality; 
 

12.12.1.3. Any Intellectual Property Right; 
 

12.12.1.4. Privacy or any applicable data protection legislation; or 
 

12.12.1.5. Any law or regulation; to send or receive any material which contains any viruses or other 

computer programs intended to damage, detrimentally interfere with, surreptitiously intercept or 

expropriate any information; 
 

12.12.1.6. To cause annoyance, inconvenience or needless anxiety; 
 

12.12.1.7. In breach of instructions given by the Service Provider, other than in conformance with any 

and all user policies of any networks, to which it is connected via the Services including but not 



 

limited to Wide Area Networks, telecommunication services and, without limitation, the Code of 

Connection; and/or 
 

12.12.1.8. To gain access to or disseminate any information over the Internet (where the Services 

include access to the Internet), where the Service Provider reasonably believes such access or 

dissemination would breach any of the terms of this Clause 9.3. 
 

12.13. The Customer is responsible for the use of the Services by: 
 

12.14. Any of its employees; 
 

12.15. Any person the Customer authorises to use the Services; and 
 

12.16. Any person to whom the Customer has given access to the Services and, any person who gains 

access to the Customer’s data or the Services as a result of the Customer’s failure to use 

reasonable security precautions, even if such use was not authorised by the Customer. The 

Customer may not use the Services to send any unsolicited advertising or promotional messages, 

except with the prior written consent of the Service Provider. 
 

12.17. If the Customer breaches the relevant clauses, the Service Provider may remove or block access 

to any relevant material or, suspend access to the Services and may refuse to restore the 

Services until it receives an acceptable assurance from the Customer that there will be no such 

further breach. 
 

12.18. For the avoidance of doubt the Service Provider has no obligation to the Customer to monitor, 

and will have no liability for, the contents of any communications transmitted by virtue of the 

Services. 
 

13. LOSS OF SOFTWARE AND DATA SECURITY 
 

13.1. The Customer acknowledges that the Service Provider does not have any knowledge of the 

quantity or value of the data or software used by the Customer in utilising the Services. The 

Customer shall take all reasonable steps to mitigate the risks of data and software loss inherent 

in its use of the Services. The Services that the Service Provider has agreed to provide, to assist 

the Customer to mitigate such loss, including any back-up of data and software (if applicable) are 

set out in the G-Cloud 9 Service Definitions. The Customer agrees that the Service Provider shall 

not be liable for loss of Customer data or software to the extent that the Customer data or 

software has changed since the time that the Service Provider was last required to perform a 

backup, (if a back-up was required) pursuant to a G-Cloud 9 Call-Off Agreement. 
 

13.2. The Service Provider is not responsible to the Customer or any third party for unauthorised 

access to the Customer’s data or software or the unauthorised use of the Services, unless the 

unauthorised access or use results from the Service Provider’s negligence or its failure to meet 

its security obligations, set out in a G-Cloud 9 Call-Off Agreement. 
 

14. CONSEQUENCES OF TERMINATION 
 

14.1. The termination of a G-Cloud 10  Call-Off Agreement, howsoever  arising  is  without prejudice 

to the rights, duties and liabilities of either the Customer or the Service Provider accrued 

prior to termination and, all provisions which expressly or impliedly have effect after 

termination will continue to be enforceable notwithstanding termination. 



 

14.2. Upon termination of a G-Cloud 9 Call-Off Agreement, all payments due to the Service Provider 

for the Services provided up to the point of termination, (either in whole or in part) shall become 

immediately due for payment. 
 

14.3. Subject to Clause 14.5 below, upon termination of the Agreement, the Customer shall cease to 

make use of the Services and shall permit the Service Provider or, any nominated representative 

of the Service Provider to enter the Sites during any business day, upon reasonable notice, for 

the purpose of removing any or all of the Services Equipment. 
 

14.4. In the event of termination of a G-Cloud 9 Call-Off Agreement for any reason, the Service 

Provider shall be entitled, (in addition to any other rights it may have) to be paid on a quantum 

merit basis for any work completed by it, prior to the date of termination of a G-Cloud 9 Call-Off 

Agreement. The Service Provider may invoice the Customer accordingly and such monies shall 

be immediately due for payment. 
 

14.5. Upon termination or expiry of the relevant Service Period or a G-Cloud 9 Call-Off Agreement, the 

Service Provider shall return and/or, where specifically requested by the Customer in writing, 

destroy the Customer’s data in accordance with the CESG guidelines appropriate to the IL level 

of the Customers data. 
 

15. INTELLECTUAL PROPERTY RIGHTS 
 

15.1. The parties hereby agree that all Intellectual Property Rights arising during the term of this 

Agreement in respect of alterations, modifications and enhancements of either the Intellectual 

Property Rights or any systems, procedures or computer programs owned by the Service 

Provider made by the Client, or in respect of any other developments made by or procured by 

the Service Provider on behalf of the Client shall belong to the Service Provider and the Client 

undertakes as necessary to assign, or procure the assignment, of all such Intellectual Property 

Rights without charge to the Service Provider. 
 

16. EMPLOYEES 
 

16.1. The Customer and The Service Provider do not believe that Transfer of Undertakings, (Protection 

of Employment) Regulations 2006 (“TUPE”) will apply in relation to the Services. The Customer 

shall be liable for, and irrevocably and unconditionally agrees to indemnify the Service Provider 

and any of its sub- contractors, (who shall have no duty to mitigate its/their loss) in full and on 

demand, and keep them so indemnified, against all claims, demands, actions, proceedings, costs 

and expenses (including without limitation, on an indemnity costs basis, legal and other 

professional advisers' fees) and all direct and indirect damages and direct, indirect and 

consequential losses claimed or made against or incurred or suffered by the Service Provider or 

any of its sub-contractors, arising or resulting directly or indirectly from or in relation to the 

employment or termination of employment of any person, whose employment transfers to the 

Service Provider or any of its sub-contractors, as a result of a G-Cloud 9 Call-Off Agreement by 

virtue of TUPE or otherwise, or who claims that his/her employment or such claims transfer. 
 

17. NON SOLICITATION 
 

17.1. The Parties acknowledge that each has incurred significant costs in the recruitment and training 

of its employees engaged in connection with the Services. Accordingly each Party agrees with 

the other that each Party will not solicit or approach in any way, any of the other’s employees 

who are engaged in connection with the Services, with a view to offering them employment or 

to solicit services from them on their own account, (whether for itself or another party) during 



 

the period of a G-Cloud 9 Call-Off Agreement and, for a period of six (6) months after the 

termination or expiration of a G-Cloud 9 Call-Off Agreement. 
 

17.2. If any employee leaves the employment of the Service Provider or the Customer, (as 

appropriate) (the “Non-Breaching Party”) as a result of a breach by the other Party (“the 

Breaching Party”) of Clause 17.1 and commences employment with, or provides services to the 

Breaching Party, the Breaching Party shall pay to the Non-Breaching Party fifty percent (50%) of 

the higher of:- 
 

17.2.1.1. The annual salary (including any benefits-in-kind, bonus payments, commissions and other 

emoluments) of the employee at the date that they ceased to be an employee of the Non- 

Breaching Party; or 
 

17.2.1.2. The annual salary of the employee at the time they commence employment with the Breaching 

Party and the Parties acknowledge that any such payment is by way of liquidated damages and is 

reasonable and genuine pre-estimate of the Non-Breaching Party’s losses. 
 

18. NOTICES 
 

18.1. Any notice required or permitted to be given to a Party by or under this Agreement, may be given 

by fax or by sending it in a pre-paid envelope by first class mail to the Party concerned, at its 

address shown below or to such other address as the Party concerned may have notified to the 

other. 
 

Service Provider The Client 

Celerity Limited 

11 St  George's 

Court Kirkham 

Preston 

PR4 2EF 

 

 
 

 
18.2. Any such notices shall be deemed to be served, in the case of service by fax, 24 hours after it shall 

have been properly despatched and, in the case of service by post, 48 hours after the time at 

which it was put in the post and in proving such service it shall be sufficient to prove that the 

notice was properly addressed, stamped and posted. Or by hand, the following business day. 
 

19. GOVERNING LAW AND JURISDICTION 
 

19.1. This Agreement shall be governed by and construed in accordance with the laws of England and 

the parties agree to submit to the exclusive jurisdiction of the English Courts. 
 

20. VARIATION 
 

20.1. The terms and conditions of this Agreement shall only be capable of being varied by a written 

memorandum executed by the Parties. 
 

21. DATA PROTECTION 
 

21.1. The Service Provider will co-operate as far as is reasonable with the Client in complying with any 

subject access request and, will co-operate fully with the Client in dealing with any enquiry 

made, or investigation or assessment of processing initiated by the Data Processing 

Commissioner. 



 

21.2. The Service Provider:- 
 

21.2.1.1. Shall only process any personal data for the purpose of providing the Services; 
 

21.2.1.2. Agrees that all the personal data processed by it, under this Agreement shall belong to the Client 

and shall, on written request provide the Client with copies of the personal data. 
 

21.2.1.3. The Client shall take such security measures as are required to enable the Service Provider to 

process all the personal data in compliance with the Data Protection Act 1998. 
 

21.3. The Service Provider undertakes to process the personal data only in accordance with the relevant 

laws of the United Kingdom. 
 

21.4. The Service Provider warrants that it has appropriate operational and technological processes and 

procedures in place to safeguard against any unauthorised access, loss, destruction, theft, use or 

disclosure of personal data. 
 

21.5. Privacy statement for Cloud Base Services can be found in ANNEX F – Privacy Agreement. 



 

 
 

22. ANNEX E – Acceptable Use Policy 
 

23. General Statement 
 

23.1. The Service Provider is dedicated to the use of the Internet to improve the lives of individuals 

throughout the world. Our goal is to deliver enterprise quality on-demand IT Services to all of 

our Customers at a reasonable price and make available the benefits of the Internet as broadly 

as possible. The purpose of this AUP is to inform all Customers of the acceptable uses of the 

Services. The Service Provider is committed to encouraging the use of the Internet through its 

Services and Third Party Services, but such use must be consistent with the laws and regulations 

governing use of the Internet and must protect the right of its other customers to use its 

Services. 
 

23.2. The AUP is designed to achieve these goals. Customer agrees to comply with the AUP and is 

responsible for the use of the Services and Third Party Services by all entities and individuals 

whom Customer permits to use the Services, Third Party Services or the Customer Offering. The 

Service Provider has the right to change or modify the terms of the AUP at any time, effective 

when posted to the Customer Portal. Customer’s use of the Services or Third Party Services after 

changes to the AUP are posted shall constitute acceptance of any changed or additional terms. 

 
 

24. Public Network 
 

24.1. The Public Network of the Service Provider provides public Internet access to Customer servers 

and data storage services on the Service Provider’s network. All Customers are granted equal 

access to the Public Network. 

 
 

25. Private Network 
 

25.1. The Private Network of the Service Provider provides Customer with secure private network 

connectivity from Customer’s private backend network, directly to Customer servers and data 

storage devices on the Service Provider’s internal network and to other Services. Customer may 

use the Private Network to upload/download content, administer Customer servers and data 

storage devices, transmit information between Customer servers and data storage devices, 

transmit information between Customer’s private backend servers and Customer servers and 

data storage devices provided by the Service Provider, administer the Customer Content, 

retrieve data, access server consoles, and otherwise manage the Customer Content. The Private 

Network can also be utilized for access during periods of temporary suspension of Services to 

Customer as provided under this Agreement. 

 
 

26. IP Addresses 
 

26.1. The IP Address Policy (as described in the Terms of Services), which may be changed from time to 

time at the Service Provider’s sole discretion is incorporated into this MSA by reference. The 

Customer acknowledges and agrees to adhere to the IP Address Policy. All IP Addresses assigned 

to the Customer are owned and managed by the Service Provider. Such IP Addresses are non- 

transferable, and the Customer retains no ownership or transfer rights to such IP Addresses. All 



 

IP Addresses are assigned by the Service Provider’s engineering team on per VLAN, per server 

basis. Attempted use by the Customer of any unallocated IP Address or any IP Addresses on 

VLANs not assigned to the Customer is a violation of this AUP. 

 
 

27. Prohibited Uses 
 

27.1. The following list provides a number of general prohibited uses of the Services and/or Third Party 

Services that are violations of this AUP. Please note that the following list does not represent a 

comprehensive or complete list of all prohibited uses. 

 

 
1. Unlawful Activities: The Services and/or Third Party Services shall not be used in violation of any criminal, 

civil or administrative violation of any applicable local, state, provincial, federal, national or international 

law, treaty, court order, ordinance, regulation or administrative rule. This includes, but is not limited to: 

a. Child pornography 

b. Unlawful gambling activities 

c. Threats, harassment and abuse of any individual, organization or business 

d. Fraudulent activities 

e. Terrorist websites or other sites advocating human violence and hate crimes based upon religion, 

ethnicity or country of origin 

f. Unlawful high yield investment plans, Ponzi schemes or linking to and or advertising such schemes 

 
2. Child Pornography: In particular, the Services and/or Third Party Services shall not be used to publish, 

submit, receive, upload, download, post, use, copy or otherwise produce, transmit, distribute or store child 

pornography. 

 
3. Unsolicited Email: The use of the Services and/or Third Party Services to send or receive mass unsolicited 

email (“SPAM”). This prohibition includes the direct sending and receiving of such messages, support of such 

messages via web page, splash page or other related sites, or the advertisement of such services. The 

falsifying of packet header, sender, or user information whether in whole or in part to mask the identity of 

the sender, originator or point of origin or knowingly deleting any author attributions, legal notices or 

proprietary designations or labels in a file that the Customer mails or sends. 

 
4. Email Bombing: The sending, return, bouncing or forwarding of email to specified user(s) in an attempt to 

interfere with or overflow email services. 

 
5. Proxy Email: The use of the Services and/or Third Party Services as a proxy email server to forward email to 

unrelated Third Parties. 

 
6. UseNet SPAM: The use of Services to send, receive, forward, or post UseNet unsolicited email or posts. This 

includes UseNet services located within The Service Provider network or unrelated networks of Third Parties. 

 
7. Hacking: The use of the Services and/or Third Party Services or hacking, attacking, gaining access to, 

breaching, circumventing or testing the vulnerability of the user authentication or security of any host, 

network, server, personal computer, network access and control devices, software or data without express 

authorization of the owner of the system or network. 

 
8. Threatening Material or Content: The Services and/or Third Party Services shall not be used to host, post, 

transmit, or retransmit any content or material that harasses, or threatens the health or safety of others. In 

addition, The Service Provider reserves the right to decline to provide Services and/or Third Party Services if 

the content is determined by The Service Provider to be obscene, indecent, hateful, malicious, racist, 

defamatory, fraudulent, libelous, treasonous, excessively violent or promoting the use of violence or to be 

otherwise harmful to others. 



 

 
9. Violation of Intellectual Property Rights: The Services and/or Third Party Services shall not be used to 

publish, submit/receive, upload/download, post, use, copy or otherwise reproduce, transmit, retransmit, 

distribute or store any content/material or to engage in any activity that infringes, misappropriates or 

otherwise violates the intellectual property rights or privacy or publicity rights of The Service Provider or any 

other party, including but not limited to any rights protected by any copyright, patent, trademark laws, trade 

secret, trade dress, right of privacy, right of publicity, moral rights or other intellectual property right now 

known or later recognised by statute, judicial decision or regulation. Please refer to http://www.The Service 

Provider.com/about/legal to file complaints or counter notifications related to copyright or trademark 

claims. 

 
10. Distribution of Malware: The storage, distribution, fabrication, or use of malware, including without 

limitation, virus software, root kits, password crackers, adware, key stroke capture programs and other 

programs normally used in malicious activity is prohibited. The use of such programs in the normal, ordinary 

course of business however, may be requested by the Customer and approved by The Service Provider on a 

case by case basis. Example: Security Company using the Services to analyse the latest root kit for new 

security analysis/software. 

 
11. Phishing: Any activity designed to collect personal information (name, account numbers, usernames, 

passwords, etc.) under false pretence. Splash pages, phishing forms, email distribution, proxy email or any 

activity related to phishing activities may result in the immediate suspension of Customer’s account. 

 
12. Violation of Agreements relating to Third Party Services: Any activity which violates any TPS Agreements. 

 
13. Denial of Service: Any activity to implement or assist in the implementation of denial of service attack. The 

Service Provider absolutely prohibits the use of Services for the origination, propagation or control of denial 

of service attacks (“DoS”) or distributed denial of service attacks (“DDoS”). Customers may not utilize the 

Services to perform DoS or DDoS mitigation activities (such as service proxying or data scrubbing) which may 

result in attracting inbound denial of service attacks toward the Services. Any relation to DoS or DDoS type 

activity is a direct violation of The Service Provider’s AUP. 

 
 

28. Reporting Violation of the Acceptable Use Policy 
 

28.1. The Service Provider accepts reports of alleged violations of this AUP via email sent to 

abuse@Celerity-UK.com. Reports of alleged violations must be verified and must include the 

name and contact information of the complaining party, and the IP address or website allegedly 

in violation, and a description of the alleged violation. 
 

28.2. Unless otherwise required by law, such as the DMCA, the Service Provider owes no duty to Third 

Parties reporting alleged violations. The Service Provider will review all verified Third Party 

reports and will take such actions as it deems appropriate in its sole discretion. 
 

28.3. The Service Provider will comply with and respond to valid (as the Service Provider determines in 

its sole discretion,) subpoenas, warrants, and/or court orders. If permitted, by applicable law or 

regulation, the Service Provider will forward such subpoenas, warrants, and/or orders to 

Customer and Customer may respond; however, the Service Provider reserves the right to 

respond to any such subpoena, warrant and/or order if it is the named party in such subpoena, 

warrant, and/or order. 
 

29. Methods of Resolution for Violations of The Service Provider’s Acceptable Use Policy 
 

29.1. The goal of our Methods of Resolution is to mitigate service interruptions while resolving potential 

violations under this AUP. Our sales, support and abuse staffs are dedicated to working with the 

Customer in resolving potential violations, and are available via phone, ticket, or email. The 

mailto:abuse@Celerity-UK.com


 

Methods of Resolution below is provided for informational purposes only and forms the 

framework and guidance with respect to resolving potential violations, but in the event of any 

conflicts between the Acceptable Use Policy, (in particular its enforcement) and Terms of 

Services, the Terms of Services shall control. Timing for resolution differs, according to the 

degree of the violation, the nature of the violation, involvement of law enforcement, 

involvement of third party litigation, or other related factors. 

 
 

Step 1: First alleged violation of AUP. A ticket will be generated under the Service Provider, to provide the 

Customer’s master user with information regarding the potential violation of the Service Provider’s AUP. This is 

often a fact-finding email, requiring further information or notifying Customer of the potential violation and the 

required actions to resolve the issue. 

Step 2: Acknowledgement of violation of AUP. A ticket is generated under the Customer’s master user account 

with information specific to the violation. 

This ticket will also include any additional facts about the situation and will notify Customer of the action required to 

resolve the violation. 

 

 
Step 3: Violation of AUP disregarded, not properly addressed, or continuing violation if a ticket has been 

disregarded, not properly addressed, or resolved by the Customer for a specified period of time. The Service 

Provider engineers will turn the public network port to the specified dedicated services off. Access to the dedicated 

services may then be achieved through the secure, private service network for Customer resolution. As soon as the 

violation is addressed, the public access shall be restored and service will continue as normal. 

 

 
Step 4: Failure to address violation and resolve violation. If Customer fails to address the violation AND fails to 

resolve the violation, a suspension of services shall occur. This is a last resort for the Service Provider and only 

results when the Customer completely fails to participate in the Service Provider’s resolution process. A permanent 

suspension of services includes reclamation of all dedicated services and, the destruction of Customer’s data. 

 

 
Disclaimer: The Service Provider retains the right, at its sole discretion, to refuse new Services to any individual, 

group, or business. The Service Provider also retains the right to discontinue Services to Customers with excessive 

and/or multiple repeated violations. 



 

 
 
 

 

30. ANNEX F – Privacy Agreement 
 

30.1. The Service Provider considers user privacy paramount and, the Service Provider utilizes great 

care in keeping the information of the users of the Site, (including Customers) (“Users” or 
 

30.2. “You”) private and secure. The Service Provider adheres to the U.S.-Swiss Safe Harbor Framework, 

as well as the Safe Harbor Principles as agreed to and set forth by the 
 

30.3. United States Department of Commerce and the European Union (“EU”), 

http://export.gov/safeharbor/. To demonstrate our firm commitment to privacy, the following 

agreement has been created to explain our policies and procedures in relation to all data 

collected. In this Privacy Agreement (“PA”) we describe the information that we collect; how we 

use, disclose, and share your information; and how we protect your information. Capitalized 

terms not defined in the PA are defined in the Terms of Service. This PA does not apply to Third 

Party Services which are governed by their own privacy policies. 

 
 

31. Types of Data Collected 
 

31.1. The Service Provider collects data related to our users through the following methods: 
 
 

• Automated means such as communication protocols and cookies 

• Online registration and online signup forms 

• Sales inquiries and transactions 
 

• Online Customer communications 

• Offline communications and interactions 
 

• Third party sources of information 
 
 

31.2. Depending upon the method of collection and use, the data collected may include information 

about the User from forms, registrations and transactions (such as name, title, address, 

company, phone number and e-mail address), financial/transaction information (such as credit 

card, card verification value (cvv), and payment information), information about use of Site (such 

as electronic communications protocols, web pages visited, and cookies) and User preferences 

and privileges. 

 
 

32. Electronic Communications Protocols and Cookies 
 

32.1. The Service Provider may receive data from you as part of the communication connection itself, 

through the standard electronic greeting between your computer and our servers. This 

information often consists of network routing (where you came from), equipment information 

(browser type), internet protocol address, date and time. 

http://export.gov/safeharbor/


 

32.2. At this time our server will also query your computer to see if there are "cookies" previously set by 

The Service Provider.com to facilitate log in or other site navigation procedures. A "cookie" is a 

small piece of information sent by a web server to store in a web browser so it can later be read 

back from that browser. 
 

32.3. Cookies: Some parts of the Site use cookies, (including signup forms) to collect information about 

visitors' use of the Site and to facilitate return visits. The information collected from cookies is 

tracked to enhance security and/or to improve the functionality of the Site, by avoiding 

duplicate data entry, facilitating navigation, and increasing the relevance of content. 
 

32.4. Cookies on the Site may collect the following information: a unique identifier, User preferences 

and profile information used to personalize the content that is shown, and User information to 

access the Service Provider's user forums. Some cookies used by The Service Provider.com may 

remain on the user's computer after they leave the Site, but the majority is set to expire within 

thirty (“30”) – three hundred sixty five (“365”) days. There may be some cookies on certain tools 

that are of longer duration. Cookies may also be of benefit to you by creating a more 

streamlined login process, keeping track of shopping cart additions or preserving order 

information between sessions. In the future, as we enable further customization of the Site, 

cookies will help in ensuring that information provided to you will be the most relevant to your 

needs. 
 

32.5. Browsers provide you with information and control over cookies. You can set your web browser to 

alert you when a cookie is being used. You can also get information on the duration of the cookie 

and what server your data is being returned to. You then have the opportunity to accept or 

reject the cookie. Additionally, you can set your browser to refuse all cookies or accept only 

cookies returned to the originating servers. You can generally disable the cookie feature on their 

browser without affecting their ability to use the Site, except in some cases where cookies are 

used as an essential security feature or to provide functionality necessary for transaction 

completion. 
 

32.6. Users visiting the website through an IP address that is associated with (a member state of) the 

European Union ("EU Users") will by default only receive cookies that expire once they leave the 

website. This may result in reduced website functionality. EU Users may opt-in to the receipt of 

cookies of a longer duration by giving their consent in a pop-up window or bar shown at the 

homepage of the website. Following their consent, EU Users will receive all cookies discussed 

above and full website functionality will be available. EU Users may choose to revoke their 

consent at any time by deleting all cookies associated with the Service Provider through their 

browser settings (as discussed above). 
 

32.7. We may also engage Third Parties to track and analyze non-personally and personally identifiable 

website data and to serve advertisements. To do so, we may permit Third Parties to place 

cookies on devices of to Users of our Site, where permitted by law, and, subject to your right to 

opt-out through the Site “insert link”. 
 

32.8. We use the data collected by such Third Parties to help us administer and improve the quality of 

the Site and to analyze Site usage. Such Third Parties may combine the information that we 

provide about you with other information that they have collected. These Third Parties are 

required to use your information in accordance with this PA. 
 

32.9. Customer is solely responsible for any processing or international transfer of all PII in the 

Customer Content and agrees to comply with all applicable rules, laws and regulations in any 

and all applicable regions or countries related to the transfer of such PII. To the extent PII is 



 

subject to rules, laws, regulations or the like implementing EU Data Protection Directive 

95/46/EC, the Service Provider will be considered a "data processor" and will, as such, act on 

Customer’s instructions and implement security measures in accordance with the MSA. 

 
 

33. The Data We Collect and How We Use It 
 

33.1. The Service Provider collects data from users for the following purposes: 
 
 

 To engage in transactions for service. Name, address, email, purchase details, and credit card/payment 

information may be collected and stored as part of the transaction history. The majority of the data 

collected under this category is contact information. The Service Provider may need to share some of 

this data (address, payment) with credit card clearing houses, banking institutions, and other similarly 

situated Agents, who may require the information in order to complete the transaction (as used here, 

“Agents” are persons or companies who act on behalf of or under the direction of the Service Provider). 

The Service Provider will not transfer information to any of its Agents, unless it first either ascertains that 

the Agent subscribes to the Safe Harbor Principles, or is subject to the EU Directive on Data Protection or 

another adequacy finding or enters into a written agreement, with such Agent requiring that the Agent 

provide at least the same level of privacy protection as is required by the relevant Safe Harbor Principles. 

 
 To provide future service and support. Information collected for this purpose is both contact data and 

information related to products and service/support requested. This information is also used to provide 
service, product update, and similar notices. 

 
 

 To select content, data may be collected to help create Site content and navigation that is most relevant 
and user friendly. This includes data collected as a result of site navigation, as well as data provided in 
forms. 

 
 

 To respond to user inquiries and requests for information. This data includes registrations for online 

newsletters, opt-in mailing lists and specific requests for further information. 

 
 To respond to law enforcement organizations, government officials, third parties when compelled by 

subpoena, court order, or applicable law, or to report or prevent suspected fraudulent or illegal activity 

in the use of the Services. The Service Provider will notify Customer of the information request or 

submission as, and if, allowed. 

 
 To our Contractors who provide Services or perform functions on our behalf. 

 
 To our Affiliates, if we do so their use and disclosure of your PII will be subject to this PA. 

 
 If we are acquired by or merged with another company, if substantially all of our assets are transferred 

to another company, or as part of a bankruptcy proceeding, we may transfer the information we have 

collected from you to another entity if applicable. In such circumstances, the Customer has the right to 

terminate the contract without penalty and without the information being transferred. 

 
 To provide various the Service Provider communities, such as resellers, with relevant product alerts and 

updates. These updates are related to product releases, prices, terms, special offers and associated 

campaigns. This data is sent when the program member signs up for the relevant program or online 

account. 



 

 To better tailor marketing to User needs. We may use information from User purchases and User- 

specified requirements to provide you with timely and pertinent notices of the Service Provider product 

releases and service developments that address your needs and specified requirements and/or which 

are similar to products and services previously purchased by the User from the Service Provider. 

 
 To better respond to requests for service or quotes for product and equipment purchase. The Service 

Provider will pass contact information to the appropriate the Service Provider sales person, or reseller 

for follow-up related to the Service Provider products or services. 

 
 From referral "tell a friend" function. If a User elects to use our referral service for informing a friend 

about our Site, we ask them for the friend's name and email address. The Service Provider will 

automatically send the friend a one-time email inviting them to visit the Site and send a copy of said e- 

mail to the User. The e-mail(s) sent shall clearly identify the sender of such email(s). The Service 

Provider uses this data for the sole purpose of sending this one-time email. 

 
 Such email sent to a friend at User’s request will not be stored for additional processing. 

 
 As a result of your participation in interactive discussions and public forums. There are parts of the Site 

that permit you to participate in interactive discussions. Some of these are moderated; all are subject to 

access for technical reasons. The Service Provider does not control the content that Users post and 

some may serve as public discussion forums. As in any interactive forum open to many Users, you 

should carefully consider whether you wish to submit data and should tailor any other content 

submitted accordingly. 

 
 

34. Customer Portal, Customer Customization, Preferences and Opt-Out 
 

34.1. New Customers are automatically registered for access at https://manage.The Service 

Provider.com. The Customer Portal allows Customers the ability to create users, add/delete 

users, add/delete user privileges and opt in (or out) of Services and mailing lists. The Customer 

Portal provides the Customers with control over their preferences for electronic information 

delivery. 
 

34.2. The Service Provider has also provided the Customer’s master user the ability to manage the 

Customer’s Account Information. We maintain the data and allow the; 
 

34.3. Customer’s master user to update it at any time. To change this information, you must be a 

current Customer and login with a user ID and password and follow the prompts to "update my 

profile" on the Customer Portal. We continue to expand the profile of Services and information 

that you may access and update. 
 

34.4. Please note that some email communications are not subject to general opt-out. These include 

communications related to download; communications about sales transactions; information 

about software updates, patches and fixes; disclosures to comply with legal requirements; and 

network upgrades or other related maintenance for Service. 
 

34.5. If an individual’s PII is to be (a) disclosed to a Third Party who is not an Agent; or (b) used for a 

purpose that is incompatible with the purpose(s) for which it was originally collected or 

subsequently authorized by the individual, then the individual will be notified prior to such 

disclosure and may opt-out of having the PII disclosed by responding to the email and/or author 

of the notification, where such information shall be clearly set forth. 



 

35. Security 
 

35.1. The Service Provider is concerned with the security of the data we have collected and utilizes 

reasonable measures to prevent unauthorized access to that information. These measures 

include policies, procedures, employee training, physical access and technical elements relating 

to data access controls. In addition, the Service Provider uses standard security protocols and 

mechanisms to facilitate the exchange and the transmission of sensitive data, such as credit card 

details. The Service Provider does not process PII in a way that is incompatible with the 

purposes for which it has been collected or subsequently authorized by the individual. 
 

35.2. In the event that PII is acquired, or is reasonably believed to have been acquired, by an 

unauthorized person and applicable law requires notification, the Service Provider will notify the 

affected individual of the breach by email or ticket on the Customer Portal or, if the Service 

Provider is unable to contact the individual by email or ticket on the Customer Portal, then by 

regular mail. Notice will be given promptly, consistent with the legitimate needs of law 

enforcement and any measures necessary for the Service Provider or law enforcement to 

determine the scope of the breach and to ensure or restore the integrity of the data system. The 

Service Provider may delay notification if the Service Provider or a law enforcement agency 

determines that the notification will impede a criminal investigation, and in such case, 

notification will not be provided unless and until the Service Provider, or the agency determines 

that notification will not compromise the investigation. 

 
 

36. Enforcement 
 

36.1. The Service Provider has established internal mechanisms to verify its ongoing adherence to its 

privacy policy, including the Safe Harbor Principles. The Service Provider also encourages 

individuals covered by this privacy policy to raise any concerns about our processing of personal 

information by contacting the Service Provider at the address below. The Service Provider will 

seek to resolve any concerns. The Service Provider has also agreed to participate in the dispute 

resolution program provided by the European Data Protection Authorities. 

 
 

37. Policy Updates 
 

37.1. If we are going to use your PII in a manner different from that stated at the time of collection, we 

will notify you via email. In addition, if we make any material changes in our privacy practices 

that do not affect the PII already stored in our database, we will notify you by email or post a 

prominent notice on the Customer Portal notifying users of the change. In some cases, when we 

post the notice, we will also email users who have opted to receive communications from us, 

notifying them of the changes in our privacy practices. We may update this policy from time to 

time to describe how new site features affect our use of your PII and to let you know of new 

control and preference features that we provide. 

 
 

38. PSN SERVICES 
 

38.1. The Service Provider shall ensure that any PSN and GCN Services that it supplies, or are supplied 

by others, pursuant to this Agreement shall have been awarded and retain at all times a PSN 

Compliance Certificate. 



 

38.2. The Service Provider shall ensure that any PSN and GCN Services that it supplies, or are supplied 

by others, pursuant to this Agreement are delivered in accordance with the applicable Code, 

Codes or DoU. 
 

38.3. The Customer shall procure that any PSN Customer Environment used to consume PSN and GCN 

Services supplied pursuant to this Agreement shall have been awarded and retain at all times a 

PSN Compliance Certificate. 
 

38.4. The Customer shall procure that any PSN Customer Environment used to consume PSN and GCN 

Services supplied pursuant to this Agreement shall be provided and maintained in accordance 

with the applicable Code or Codes. 
 

38.5. Each of the Parties warrants and undertakes that they shall throughout the Term, where 

specifically requested in writing by the PSN Authority acting on advice from the Infrastructure 

SIRO, immediately disconnect its GCN Services, PSN Services or Customer Environment, (as the 

case may be) from such PSN Services (including any Direct Network Services), GCN Services and 

Customer Environments as the PSN Authority instructs where there is an event affecting national 

security, or the security of the GCN or PSN. 
 

38.6. The Parties acknowledge and agree that the PSN Authority shall not be liable to them or any 

other party for any claims, proceedings, actions, damages, costs, expenses and any other 

liabilities of any kind which may arise out of, or in consequence of any notification pursuant to 

clause 38.5. 
 

38.7. Each of the Parties acknowledges and agrees that these clauses 38.4 and 38.5are for the benefit 

of and may be enforced by the PSN Authority, notwithstanding the fact that the PSN Authority is 

not a party to this agreement, pursuant to the Contracts (Rights of Third Parties) Act 1999. 
 

38.8. The PSN Service Provider shall cooperate with suppliers of other PSN Services and GCN Service 

Providers to enable the efficient operation of the Public Services Network in accordance with the 

PSN Operating Model 
 

38.9. The PSN Services shall be delivered in a way that enables the sharing of services across customer 

of PSN services and maximises the savings to be achieved by such sharing of services. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 


